
Safety  & Security of Client Data 

We would like to highlight that considering the sensitive and confidential nature of data that we, as a Firm 
deal with on a daily basis, we have invested heavily in the most advanced technology, and have always 
strived to stay ahead of the industry in relation to the information technology and data security.

These include (i) Symantec Endpoint Protection 14, which utilizing the world’s largest civilian threat 
intelligence network, effectively stops threats with next generation technologies that apply advanced 
machine-learning, file reputation analysis, and real-time behavioral monitoring; 

(ii) Fortigate Firewall, which protects against known exploits, malware and malicious websites; 

(iii) Colortokens - We use Colortokens Xprotect endpoint protection system which is cloud-delivered and 
on-prem platform and offers a new-generation of proactive security that simplifies and streamlines 
protection and compliance for server workloads, applications, and endpoints. With Colortokens Xtended 
Zerotrust security platform we enable our firm and legal information security team to visualize and protect 
every asset - from hybrid data centers all the way to legacy endpoints 

(iv) Cisco Umbrella, the first line of defense against threats on the internet, blocks malware, phishing, and 
command and control callbacks over any port or protocol; 

(v) Geotrust Certificate for email communications and have configured opportunistic TLS with ver 1.2; 

(vi) Vasco Digipass two factor authentication for VPN connectivity; 

(vii) our own private cloud service to maintain security and confidentiality of client data, instead of third 
party cloud / data rooms.


