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Prosram Narrative Summarv for ENHANCEMENTS/INCREASES

(II)SummeryofProgram. Desodbotheorganizationalprogramandactiviti€sfundcdbythisitem. Explainwhyitmattersinachievingtheoverallgoalsandmission
ofthe FBI.

@ On June 28, 2005, the President ofthe United States issued a Memorandum (White Houso Memorandum 28 June 2005: Stengthening the ability ofthe Deparfinent
ofJustice to Meet Challenges ofthe Security ofthe Nation) directing the Attorney Gensral !o establish a 'National Security Service" and to combino the missions,
capabilities, and resources of counterterrorism, counterintelligence, and intelligence elemenb of the FBI under the leadership of a senior FBI ofEcial. This was based on
the recommendation of the Commission on the lntelligence Capabilities of the United States Regarding Weapons of Mass Dostuction (WMD Commission).

(U) The FBI subsequently created the National Security Branch (FBI EC 12 SEP 2005: ESTABLISHMENT OF TIIE FBI NATIONAL SECURITY BRANCII) to
integratet}reFBPsnationalsecurityprogramsforcounterErorism,counterinteIligence,andintelligenceundertheleadershipoftheExecutiveAssistantDiotorfIfe
National Security Branch (EAD-NSB). The FBI also established policies and initiatives to enhance the capability ofthe entire Bueau to support its national sccurity
missions.

(LI) In 2001, Homeland Security Presidential Directive-2 (HSPD-2) established the Foreign Terrorist Tracking Task Force (FTTTF) as part ofthe National
Counterterrorism Community under the leadenhip ofthe Counterterrorism Division ofthe FBI. Existing HSPD-2 operations will be enhanced and expanded to provide
analysis and technolos/ support to the NSB. The new center will capitalize on existing personnel, practices, tools, infastruchre, and access to datasets already
esablished wi0rin FTffF, and coop€rate with the FBI's reorganized Office of the Chief Information Officer (OCIO) and the consolidafion of technolory and daa
resources. The new center will is tentatively called the National Security Analysis Center (NSAC).

@ The mission ofthe NSAC is to fulfill the FTITF mission objectives under HSPD-2 and support the Federal Bureau of Investigation's National Security Branch
(NSB) componcnts (Counterintelligence and Countertenorism ([) Divisions, and Intelligence Directoratc) in the detectioL identificatiorl and racking ofindividuals or
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@ Thus, the FTITF becomes a part of the NSAC, to capitalize on the existing expertise and infrastmcture of the FTTTF. The NSB's Investigative Data Warehouso
(IDW) combined with the FTTTF's existing applications and business processes will form the backbone ofthe NSB's data exploitation system. Th€ shategy to
implement the mission of NSAC is to capitalize on existing applications within FTTTF and the addition of IDW to support the NSB. Thi
core strategy ofthe NSB.

(U) This FY2008 enhancement request is designed to implement tho lT requirements for the NSAC by augmenting the existing HSPD-2 operations to provide the
additional aaalysis and technolos/ support for the NSB.

((D Justilication ofPersonnel and Non-Personnel Resources Requested (Enhancements). Program managers should provide a clear understanding ofwhat is being
requested and why it is requested. Justifications should include how the level ofresources and dollar amounts were derive4 includirig relevant workload data (please
see Expected Outcome/Results section and WorkloadlPerformance and Resources Tablo below). Justifications should clearly explain the types ofpositions requested.
The rationale ald assumptions for amounts and quantities ofnon-personnel rcquests should be full explained. Most importantly, justifications should clearly describe
the difference between what can be accomplished with base resources versus what could be accomplished with the requested increases.

(I) Expecteit Outcome/Results. Identiff what.benefit or results will be'realized by funding this program and item at the requested level. You must provide workload
data and assessments and other data as appfopriate. Use the WorkloadlPerformance and Resources Table below to provide a more detailed description ofthe expected
outcome ofcontinuing cunent services and providing additional resources.

@ The FTTTF is charged with ensuring that Federal, Iaw enforcement and intelligence agencies have the best available information with which to keep foreign
terrorists and their supporters out ofdre country. This is accomplished by proyiding these agencies with critical and timely intelligence supporting their investigative
activities, to locatg detain, prosecute or support the denial and removal of any such aliens present in the United States. For over three years, the FTTTF has been the
primary center for finding and tracking terrorists and their supporters already inside the US, or trying to enter into this country. Using sophisticated electronic search .
tools, analysb sift tluough data to assemble and provide actionable intelligence to law enforcement, govemment agencies, and the intelligence community. The Task
Force is recognized as a major center of excellence for its ability to assemble, manage, and exploit large amounts of public and proprietary data from multiple sources.

(U) Concurrently, as a consequence ofthe terrorist attacks ofSeptember 2001, the FBI identified the need to develop tools that could serve broader FBI investigative
needs by accessing a rnyriad ofdata sources previously not readily available through conventional software tools. The Secure Collaborative Operative Prototypo
Environment (SCOPE) was the initial prototype etrort designed to support counter-terrorism initiatives. As a proof-of-concept fte SCOPE prototlpo succeeded in
enhancing FBI investigative and analytical capabilities. Subsequently, tho IDW project was initiated, building upon the successes ofthe SCOPE protot]?e and extending
ib operational capabilities to a larger number ofusers and data sets

@ Thercfore, boththe FTITF and IDW became the two central gatherer of diverse sources of raw data fiom many different critically important sources. The FTfTF
developed mission specific technological tools to explore that data. Also, the FIITF built a collaborative environment fo_r multiple agencies to acquire and dissominate
vital information on terrorists and their supporters. The IDW objective was to create a dah warehouse that uses certain deta elements to provide I single-access
repository for information relat€d to issues beyond counterterrorism to include counterintelligence, criminal and cyber investigatioos.

(U) Cunently the FTTTF is composed ofthree operational units: the Tracking and Detection Unit (fDU), the Threat Pmcessing and Assessment Unit CIPAU) and the
Risk Assessment Unit (RAU). Additionally the FTrTF recently established the Joint FTrTF CIO Engineering Support Uni{ supported by the OCIO's ofEce, to provido
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the Information Technology services. Finally, the other support ftrnctions suoh as Requiremenb, Training, Budget, Facilities Mansgemcn! etc; are supported by smaller
t€ams

'(U) The NSB proposes the generation ofthe NSAC to fill a data exploitation gap across the branch. Coordinated analytical teams will be established to exploit the entire
NSB with particular focus on the requirements ofoperational entities. Additionally, the NSB is sponsoring an integrated solution between the core applications
supporting FTITF and IDW. Between the two entitieg the FBI has assembled a strong collection of valuable opemtional data and highly successfirlly analytical and
technical applications that r€alize operational successes.

(LI) NSAC will contain thrce main firnctions: Operations, Support, and Information Technologl.

o (U) Operations consist of4 analysis groups: I) Tracking & Detection; 2) Threat Processing & Assessnent; 3) Risk Assessmenq and 4) Special Projecb.

o @ Support consists oftbree groups: 1) Program Management, Metsics, Tr&ininyouheach, Policy/Legal;2) Budget/Iluman Resources, Facilities, and Security;
and 3) Requirements.

r '@ The Information Technologr portion repofts to the Chief Information Officer (CIO) and the Chief Technolog Officer (CTO) of ths FBI. However, all
activity at the NSAC is responsible to the NSAC Director. Information Teohnology consists of two primary areas: 1) Proof of Concept OPS which is rapid
development fast-hack operations, and 2) Projects and Programs that develop long-term efforts in accordance with established best practices.

o[oRN120300912



@ The Natlonal Security Analysis Center (NSAC) will include FTITF Operations under HSPD-2 and expand to support National Security Branch
requirements.
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The below plan represents the overall stalEng requirements ofthe NSAC to be implemented over a three year birdget cycle. The plan considers the FBI hiring proccss
and proven contactor hiring paco. Furthermore, the three year phased approach allows the NSB to evaluate and monitor tho workload associated with function to
ensure stafEng estimates are neither to grpat or too small,
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(U) The NSAC will be a service orionted organization. ln addition to tulfilling HSPD-2 mission objectlves, NSAC will provide the following critical services to NSB
components and customers:

a

a

a

a

a

a

a

(tt) The IT consolidation will provide the following services:
r @ Singular extraction, transformation, and load process
r (-I) Consolidated data sources
. (U) Consolidated metadata repository
r () Consolidated investigative and analytical portal
o @ Investigativo and analytical alert capability
. (U) Int€grated portal with authorized investigative and analytical tool sets
. (U) EA standsrds based relational data model and exchange model

Workload is in the process of being complete and will be forwarded by April 10.

@ Use innovative analytical techniques to enhance the detection, identification, and tracking ofterrorism and intelligence threats.
Q Provide information that helps to locate, remove or disrupt the actions oftenorists or others who pose a threat to national security.
() Perform evaluations ofunknown persons to identiS those who may be or have links to those who pose tlreats to national security.
(J) Support NSB development oftailored assessment products regarding individuals, entities, or tends that pose threats to national security.
(U) Provido rapid response and surge capabilities for speoial events, short-term projects, and proactive initiatives.
(U) Support NSB program management oversight and coordinates haining outreach and liaison efforls.
([I) Provide oversight and supervision ofbudget formulation, execution, resource usage, facilities, and security matters.
@ IdentiS and gather operational, analytic, and technical requirements to support data and tool evaluation and acquisition strategies for the NSB.
([) Provide enabling technolosr to support NSB components in responding to emerging operational needs.
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WORKLOAD/PERF'ORMANCE AND RESOURCES TABLB
Prosram:
WORKLOAD/PERFORMANCE AND
NESOURCFS Proiected Proiected FY08 (Base and Enhancement) Reouested (Total)

Workload FY 2006
2007 President's

Rrrdoej
Current Services

/Rqce)

FY 200E Program
nnhcndenenl FY 2008 Reouest

0
0

Resources
FY 2006

FY 2007 Presidenfs
Budqet

Current Servlces
fBasel

FY 2008 Program
Enhancement FY 2008 Reouest

FTE $0 FTE $0 FTE s0 FTE s0 FTE sIt
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(t) The FTITF is cbarged with ensuring that Federal, lalv enfotrement and intelligence agencies have the best availablc information with which to kgep foreign
tenorists and their supporten out ofthe country. This is accomplished by providing these agencies with critical and timely intelligence supporting their investigative
activities, to locate, detain, prosecute or support the denial and removal ofany such aliens present in the Unihd States. For over three years, the FTITF has been the
primary center for finding and kacking tenoriss and their supporters already inside the US, or trying to enter into this county. Using sophisticated electronic search
tools, analysts sift through data to assemble and provide actionable intelligence to law enforcement, govemment agencies, and the intelligence community. The Task
Force is recognized as a major center ofexcellence for its ability to assemble, manage, and exploit large amounts ofpublic and proprietary data from multiple sources.

Historical Outcome Measures end Workload
(tI) For example, rccently
would have taken an

not manually searching each name individually through public source records.

Point (Q In a past investigation and based on a thr€at, FTffF utilized ie batch rechnologl and access to open source information to ,."iur"[m*i
drivers to provide Philadelphia Division with additional previously unknown biographical information regarding the drivers.
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foin.oon.ofinterestir{JifferentdatabaFr.lqlld!iJ4eresultsandproducereports.This
analysl (1_J FTmF was able to accomplish the same task i4_j

(U) Additionally, dre intelligence community had received information that helicopters may be used in a future terrorist attack. FTITF s sophisticated querying ofthe
Federal Aviation Administration's Active Pilots Dataset produced a list of I 65 helicopter pilots who had licenses to fly helicopten in the U.S. and were from the
designatedcountiesofinterest. Ofthe165pilots,therewere6possiblematchestoderogatoryinforrnationwithintheFTlTF'sdatamat FlfTFforwardedthese
results and all intelligence information associated with the individuals to NJTTF and the FBI's Los Angeles Field Office.

Poin[ (I) Utilizing technolos/ and analysis FTITF identified 165 helicopter pilob, 6 ofwhich with possible derogatory information and provided this !o dre
LA field office.

(LI) Acting on information linking taxi drivers to a Pakistani tenorist group, Philadelphia law enforcernent ofticials were attempting to ,.ui.nfiiodividuals
licensed by the Pennsylvania Utilities Conmission (PUC). This represented a major threat, since Philadelphia axi driven have access to sensitive areas including two

bus and train

Poinf C.D Utilizing technolory and automation, in
fiaditionallV ove4 |

a recentterorism case the FTITF analysts were ableto accomplish it lwhat would havetaken

buildings, and densely-populated tourist areas. FTTTF assisted Philadelphia in their effora by retumjltjgof birth on
fided throueh FTTTF'S "batch matching" capability with the public source. This process took FTffll_Dnd saved
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(LI) In 2005, approximately l% ofall I-94s filed were by visitors from Atican counties, 26%o from Asia" 38% from
Europe, 2% fiom the Middle East 387o fiom North Americq l% from Oceana (i.e. South Pacific, Ausralia, etc.) and
8%fromSouthAmerica. Ofthosefiled9T3,619werefiomformerSovietblockcountriesand5l8p98fromChina. To
vet a larger pool offoreign visiton for potential demgatory, intelligence and/or investigative interest will be a
monumental task and will require significant resources. However, it has great potential to provide not only valuable
tactic€l and stategic intelligence but will help ensurc individuals who pose potential threats.to national security arc
idcntified and addressed in a comprehensive and expeditious manner.

Point (U) Based on 2005 immigration data coqntries from Asia (2670) and Europe (397o) make up the
majority of visitors to the U.S. Nearly 1 million of these arc from the former Soviet Union counties and % a
million from China These pose a and si counterintelli gence tlueat
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to the Accounting OfFrce (GAO) May 2004
reporton federal daa mining efforts, the GAO defined daa mining as
"the application ofdatabase technolos/ - to uncover hidden patterns
subtle relationships in data and to infer rules that allow for the
of future.results" (GAO-05-866, Data Mining p.4). There are a
ofsecurity and privacy issues that government and private industry must
address when contemplating the use oftechnolory and data in thesc
While the current activities and efforts of the IDW and FTfiF programs
do not provide NSB users with a the ftll level of daa mining services as
defined above it is the intention ofthe NSAC to pursue and refine these
capabilities wherr permitted by statue and policy. The implementation
and responsible utilization ofthese services will advance the FBI's ability to address national security threats in a timely fashion, uncover previously unlnown pauems
and &ends and empower agents and analysts to befter "hunt betw€en the cases" to find those persons, places or things ofinvestigaiive and intelligence interesL

Point (J) While the IDW and FTTTF programs arc not able to provide the suite of "data mining" services as defined by the GAO it is the intention of tho
NSAC to punue these as stante and policy permits to snhance NSB activities and services.
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Trackinq and Detection Unit (TD[D Workload and Outcome
(U) To date, the TDU Visa Revocation program has found previously unknown locations, identiffing informatio4 and havel details on 1,026 subjects, with possible
links to terorism attd provided 466 disseminations oflead information to the Terrorist Screening Center (TSC), to be forwarded to the NJTTF and appropriarc Field
Offices for further action.

Poinl @ To datg the FTTTF Visa Revocation program has found information ragarding 1,026 subjects with possible links to tenorism dnd disseminated 466
leads.

(I, To datg TDU has conducted analysis on foreign'Hazrnat drivers operating in the U.S. 
"nd 

produ""d-lanalyticat products 
"orel"t"a 

*itt ir{-lof receip.
'Point: (LI) FTfTF.has produc"d-l"n"tyti.ul products regarding foreign Hazmat drivers with an average "o.pl"tion 

,"ithil-bf receipt.

(U) To datg TDU has run 508,906 identities on the Tenorist Watchlist against predicated and open sourco data a total of 132,826,300 times. These runs have resulted in

o[@RN20300912
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557 disseminations of information.

Point ([D To date, FTITF has run 508,906 identities on the Terrorist Watchlist against predicatcd and open source data a total of 132,826,300 times. These
runs havc resulted in 557 disserninations ofinformation,

(U) Previously TDU assisted with the vetting ofapplicants for flight training covered by ATSA Section 1 13, and reviewed them for risk to aviation and national
security. All flight training candidates were processed within the legislated time constraints. Since 312005, 504 applicants have been vetted and derogatgry information
provided to TSA on 5l candidates.

Point (l) In the pasg FTITF assisted with the vetting of 504 spplicants for flight training identifiing 5 I with derogatory information provided to TSA.

(U) To date TDU has responded to a number ofrequests for actionable information on suspected associates oftenorism and completed 236,680 leads with
dissemlrations on 80,471 individuals.

Point (J) FTITF has completed over 236,000 leads widr disseminations on 80,471 potential terrorism subjects. .

(s t

number ofproactive projects and initiatives. These projects involve thc exploitation and analysis ofexisting FBI and odrer agency data to identiry previously unlnown
or realized connections between suspicious financial activities and tenorism related maters. To datE, these efforts have identified 1000s ofleads and previously

(-I) In support of its mission the Proactive Data Bxploitation Unit (PDE(D at FTTTF (formerly of the Tenorist Financing Operations Section - TFOS) has begun a

unknown relationships between terrorism investigations and suspicious financial activities.

Point (, FTffF analysts were able to uncover 1000s of previously unlnown links to numerous terrorism investigations.

(LD PDEU has batched through the Prior to the advent ofthis
technolory this level ofquery have been queried b2

n 1Ltbrough the IDW resulting in approx and technolory
dramatically increases efEciency and

T/NOEORN2o3009l2
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This incr€ase in
b2
b'lEPoinc (IrITffFanalysts'utilizationoflDWwasabletoperformthejobsofequivalent

efficiency results in rnillions ofdollars saved.

(s l

PDEU BSA Proiect
@ In the Fall of2005, PDEU identified over 88,000 BSA documents containing 1000s ofnew bank account numbeN related to subjests ofterrorism invcstigations by
comparing and exploiting information in common between BSA data provide by FinCEN and individuals listed on the Terrorist Watch List (TWL).

Poinc (l)Utilizingtechnolograndautomation,FTffFanalystswercablctouncoverl000sofnewfinancialinformationlinkedtotenorismsubjccts,thereby
allowing investigators to explore additional leads that were not available to them before.

PDEU Monev Service Business Proiect
(J) Working with the TFOS Program Management and Coordination Unit (PMCU), PDEU identified over 35 terrorism subjects who owned or operated registered
Money Service Businesses (MSB), 5 ofwhich were not knowu by the respective case agents.

Point (I) Utilizing technolos/ and automation, FiIfiF analysts were able to uncover terrorisrn subjecB operating money se.rvice businesses not previously
known to investigators.

ra{oEoRN/20300912
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@ The Investigtive Data Warehouse (IDW) is a centralized, web-enabled repository for relevant intelligence and investigative data ttrat allows users to query the
information utilizing advanced software tools. Tho FBI has made extensive use ofthis system. In 2004, CTD provided IDW with additional funding to create a Special
Project Team (SPT) dedicated to increase the number ofdata, users and services/capabilities. The PDEU, now part ofFTfiF was given operational lead for the CTD
SPT effort.

(I) As a result of this effort the IDW program has experienced significant growth and provides a number of services that has substantially increased the efficiency and
effectivensss ofthe FBL The IDW batch process alone have saved millions ofdollars in time and resourccs. A single user can now accomplish what would have taken
scores ofusers rnonths to achieve.

Point (J) The IDW has experienced a 25x growth in data and 32.5x in users.

(U/fOUO) As of 03177D006, the IDW contained over 587 million documents with 72% from non-FBI sources. This effort is a prime example of the kind of inter-
agency sharing and collaboration mandated by Legislative and Bxecutive branches. The FTITF also maintains a large data mart containing over 1.4 billion
documentdrecords and a suite of other services not provided by the IDW system. A review was conducted of the data sets contained in the IDW and ITIIF systems
which determined that apprcximately 800 million of the FTITF records are unique and not contained within the IDW. The IDW and ITITF combined have over 50

'/NOf,ORN20300912
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other data scts propos€d or pending ingestion with containing bilfons of new records. Some of these include data sets co-sponsorcd by other NSB divisions such as
counterintelligenco (e.g. Dept. of State Consular ConsolidatedDatabase) or thosc with Criminal Division (e.g

Point: (U//FOUO) Between the IDW and FTTTF systems NSB users will have access to over 1.4 billion documenb/records with one to two timcs th8t
pending ingestion.

(U) In an effort to better leverage these two systems and identifl areas of integration the F:ffTF recently tasked the MITRE Corporation to conduct an assessment to
develop a bascline understanding ofcurrent information technolory (IT) related aspecb ofFTfTF and the Investigative Data Warehouse (IDW) system. After
establishing this baseline understanding, MITRE identified opportunities for integrating thc IDW application and infrashuctuc into the FTITF organization. The
results of this assessment are being reviewed and combined with recommendations from IDW, FTITF and tho OCIO.

Point: @ FTITF recently tasked MITRE Corp. tir conduct an assessment of the FTTTF and IDW IT and how they could be best integrated.

(It The integration ofthese data sets and suites ofservices will allow users to quickly identiry the potential investigative or intelligence significance ofan item in
question. Following the development principles utilized by the FTITF and IDWiSPT offocused and operationally driven taskings will ensurc that resources expended
are conserved and contribute to the long-term good. These advances will be made in concert and coordination with the OCIO. NSAC will coordinatc with thc various
IT efforb to ensure collaboration and the periodic cut-oven.

Point (I) The NSAC will coordinate with the various IT efforts to ensurc collaboration and the periodic cut-ove6 to other OCIO efrorts.

7NO[ORN/203009l2
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@ Somo ofthe critical operational enhancements needed within the IDW and FTTIF systems include suoh things as role-based discretionary access controls (DAC),
expanded entity extraction, entity resolution, improved data ingestion, and backup, additional storage, data normalization, visualization and automated report writing.
Thesc improvements will increase the availability and reliability ofdata and significantly increase the productivity ofthe usen to assimilate and analyze information.

Point: (t, Some critical operational enhancements are needed within the IDW and FTITF systems whioh will afford greater access to data and analytical
seryices.

IDW Utilizatlon
@ As of03i 172006, there were 23,759 references to IDW in ACS/ECF. Approximately 87% referred to NSB related Cass Classifications. The number of
counrcrintelligence references is steadily increasing as are those for criminal and cyber. Due to current restictions the IDW contains only limited case data from Cyber,
Civil Rights and Public Comrption investigations. The requests for new accounts has increased dramatically in last 2 months and account utilization across all programs
is rising.

Poinf @ IDW utilization among all investigative programs is increasing with a historical predominance by NSB related programs. Tho growth in new user
acconnts is growing at a rate ofabout 200 per week.

Areas for Imorovement for IDW
(U) Sornc aeas for improvement in the IDW system include: Need capability for continuous operation given loss of primary site or capability at primary site;
Additional resources needed to meet for projected growth in number ofusers and volume ofdata; Need mor€ robust (responsiveness and capacity) backup and restorc
capability; and need more robust test capability

Point Areas of improvement for the IDW rystem inolude COOP capabilities, adequate test/backup and restore as well as rcsources to manage the anticipated
growth in data, users and servic€s.

IDW Accomolishments in FY 2006
@ Some of the.program goals and achievements for FY06 include: Provided geo+oded data for NSB d€monsfation; conducted beta test for Chiliad Continuous
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Monitoring (or Alert) for NSB; began the consolidation ofSPT data with IDW core services & data; rebalanced allocation ofservers and continue efforts to optimize
computer resource utilization; completed storage system upgrade; completed integration with the Investigaton Portal (IP) protot)?c; and completed prcparation and
testing to upgradc operating system (OS).

Lookino for overlapDino spheres of influence Proactive ldentification of Financial
Records re: Known/Suspected Terrorists

Conclusion
((I) As a consequence of the tenorist attacks of September 200 I , ihe FBI identified the need to develop tools that could serve broader FBI investigative needs by
accessing a myriad ofdata sources previously not readily available through conventional software tools. The Secure Collaborative Operative Prototype Environment
(SCOPE) was the initial prototypo effort designed to support counter-terrorism initiatives. As a proof-of+oncept the SCOPE prototype succeeded in enhancing FBI
investigative and analytical capdbilities. Subsequently, the IDW projeot was initiated, building upon the successes ofthe SCOPE prototlTe and extending iB operational
capabilities to a larger number ofqsers and data sets.

@ Therefore, both the FTITF and IDW became the two cental gathqors of diverse sources of raw data from many different critically important souroos. The FTITF
developed mission specifio tecbnololical tools to explore that data. Also, the F:|ITF built a collaborative environment for multiple agencies to acquire and disseminate
vital information on tenorists and their supporters. The IDW objective was to create a data warehouse that uses ceftain data elemenb to provide a single-access
repository for information related to issues beyond counterterrorism to include counterintelligence, criminal and cyber investigations.

(I) Currently the FTTIF is composed ofthree operationrl units: the Tracking and Detection Unit (TDII), the Threat Processing and Assessment Unit (TPAII) and the
Risk Assessment Unit (RAU). Additionally the FTITF recently established the Joint FTTTF CIO Bngineering Support Unit, supported by thc OCIO's officc, to provido
the Information Technologt services. Finally, the other support functions such as Requirements, Training, Budgel Facilities Management, etc, are supported by smaller
tealll|t

(U) The NSB proposes the generation ofthe NSAC to fill a data exploiation gap across the branch. Coordinated analytical teams will bc established to exploit the entirt
NSB with particular focus on the requirements ofoperational entities. Additionally, the NSB is sponsoring an integrated solution between the core applications
supporting ITITF and IDW. Between the two entities, the FBI has assembled a stong collection of valuable operational data and highly succxsfully analytical and
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technical applications thaf realizc operational successes.

(I) NSAC will contain threc main functions: Operations, Support, and Information Technology.

. (, Operations consist of 4 analysis groups: l) Tracking & Detection; 2) Threat Processing & Assessment; 3) Risk Assessment;

(U) Support consists offour groups: 1) Program Management, Metrica, Training/Ouheach, Policyllegal; 2) Budget/I{uman Resources, Facilities; 3) Security;
and 4) Requirements.

@ The Information Technology portion reports to the Chief Information Ofticer (CIO) and the Chief Technology Officer (CTO) of the FBI. However, all
activity at the NSAC is responsiblo to the NSAC Director. Information Teohnology oonsists oftwo primary areas: l) ProofofConcept OPS which is rapid
development fast-tack operations, aud 2) Projects and Programs that devolop long-term efforts in accordanc€ with established best practices.
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