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Abstract
Machine learning models based on neural networks and
deep learning are being rapidly adopted for many pur-
poses. What those models learn, and what they may
share, is a significant concern when the training data may
contain secrets and the models are public—e.g., when a
model helps users compose text messages using models
trained on all users’ messages.

This paper presents exposure, a simple-to-compute
metric that can be applied to any deep learning model
for measuring the memorization of secrets. Using this
metric, we show how to extract those secrets efficiently
using black-box API access. Further, we show that un-
intended memorization occurs early, is not due to over-
fitting, and is a persistent issue across different types of
models, hyperparameters, and training strategies. We ex-
periment with both real-world models (e.g., a state-of-
the-art translation model) and datasets (e.g., the Enron
email dataset, which contains users’ credit card numbers)
to demonstrate both the utility of measuring exposure
and the ability to extract secrets.

Finally, we consider many defenses, finding some in-
effective (like regularization), and others to lack guaran-
tees. However, by instantiating our own differentially-
private recurrent model, we validate that by appropri-
ately investing in the use of state-of-the-art techniques,
the problem can be resolved, with high utility.

1 Introduction

Once a secret has been learned, it can be difficult not to
share it more widely—whether it is revealed indirectly,
by our actions, by accident, or directly—as artfully ex-
plored in Joseph Conrad’s The Secret Sharer [9].

This issue also arises in the domain of machine learn-
ing: whenever training data contains sensitive informa-
tion, a natural concern is whether the trained model has
learned any secrets, and whether the model may possibly
share those secrets, whether directly or indirectly.

In the machine-learning domain, such unintended
sharing of secrets is a real-world concern of pressing im-
portance. Machine learning is seeing rapid adoption and
it is increasingly common for models to be trained on
data very likely to contain secrets, such as people’s per-
sonal messages, location histories, or medical informa-
tion [4, 37, 49]. We must worry about sharing of se-
crets, since the currently popular deep-learning methods
are prone to both memorizing details about their training
data and inadvertently revealing aspects of those details
in their behavior [44, 57]. Most worryingly, secrets may
be shared widely: models are commonly made available
to third parties, or even the public, through black-box
prediction services on the network, or as white-box pre-
trained models [8, 24].

Contributions. We introduce the entropy-based met-
ric exposure for measuring a models memorization of a
given secret, and show how this metric can be efficiently
estimated using numerical methods. We focus our study
specifically on deep-learning generative sequence mod-
els trained on text data (as used in, e.g., language models
and translation) where the secrets may be, for example,
social-security or credit card numbers. We empirically
establish that secrets are memorized early and quickly
during training, with models often fully memorizing
them in fewer than a dozen epochs, long before train-
ing completes. Furthermore, for a given training data
corpus we show that memorization occurs even when se-
crets are very rare (one in a million) and when models are
small (the number of parameters are a fraction of the cor-
pus size). While common techniques for regularization
(like weight decay, dropout, or early-stopping) may im-
prove generalization, they do not inhibit memorization.
Further, we leverage our exposure metric to provide ad-
ditional evidence for prior results [26, 28, 32, 45, 57].

Building on the above, we develop the first mech-
anisms for efficiently extracting secrets from deep-
learning models, given only black-box access. To
demonstrate their practicality we apply them to real-
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world models and data, e.g., to extract credit card num-
bers from models trained on the Enron email data. Our
algorithms are scalable as well as efficient, and vastly
outperform brute-force methods, giving results in min-
utes on modest hardware, even when applied to the large
search spaces, such as credit card numbers.

Finally, we consider a range of defenses for preventing
the unintended memorization of secrets, thereby thwart-
ing their extraction. We find regularization to be inef-
fective as a defense, and pattern-matching based saniti-
zation likely to be both fragile and incomplete. We de-
velop new state-of-the-art differentially-private recurrent
models, which offer strong guarantees along with good
utility, and empirically verify that they can prevent the
unintended sharing of secrets. In its totality, we find
our work provides strong motivation for differentially-
private learning methods; we advocate their use to con-
trol memorization and thwart extraction of secrets.

2 Background: Neural Networks

This section presents the technical preliminaries relevant
to our work, covering material that will look familiar to
readers knowledgeable about neural networks and recur-
rent generative sequence models.

2.1 Concepts, Notation, and Training
A neural network is a parameterized function fθ(·) that
is designed to approximate an arbitrary function. Neu-
ral networks are most often used when it is difficult to
explicitly formulate how a function should be computed,
whereas what to compute can be effectively specified us-
ing examples, known as training data. The architecture
of the network is the general structure of the computa-
tion, while the parameters (or weights) are the concrete
internal values θ used to compute the function.

We use standard notation [22]. Given a training set
X = {(xi, yi)}mi=1 consisting of the m training data xi
and labels yi, the process of training teaches the neural
network to map each given instance to the correspond-
ing label. Training is achieved through performing non-
linear optimization, e.g., by performing gradient descent
with respect to the parameters θ on a loss function that
measures how close the network is to correctly classi-
fying each input. The most common loss function used
is the cross-entropy loss H(p, q) = −

∑
z
p(z) log(q(z)),

and so the sample-wise loss is L(x, y, θ) = H(fθ(x), y)
for a network fθ.

To perform training, we first sample a random
minibatch B consisting of labeled training examples
{(x̄j , ȳj)}m

′

j=1 drawn from X (wherem′ is the batch size;
often between 32 and 1024). Standard gradient descent

updates the weights θ of the neural network by setting

θnew ← θold − ε
1

m′

m′∑
j=1

∇L(x̄j , ȳj , θ)

That is, adjust the weights ε-far in the direction that min-
imizes the loss of the network using the current θ. Here,
ε is called the learning rate.

It is often necessary to train over the training data X
multiple iterations (each iteration is called one epoch) in
order to reach maximum accuracy.

2.2 Generative Sequence Models
A generative sequence model is a fundamental module
for many tasks such as language-modeling, translation,
and dialogue systems. A generative sequence model is
designed to generate a sequence of tokens x1...xn ac-
cording to an (unknown) distribution Pr(x1...xn).

Generative sequence models empirically compute
this distribution, which can be decomposed by Bayes’
rule as Pr(x1...xn) = Πn

i=1Pr(xi|x1...xi−1) into a
sequence of computations of conditional distribution
Pr(xi|x1...xi−1) for a single token xi at timestep i.

Modern generative sequence models employ neural
networks to estimate this conditional distribution. We
write this probability of a neural network fθ with input
x1...xi−1 outputting xi as

Pfθ (xi|x1...xi−1) = Pr(xi|fθ(x1...xi−1))

A neural network typically handles fixed-sized inputs,
but fθ takes a sequence with a variable-length as its in-
put. To handle this case, the deep learning community
typically takes one of the following two approaches:

• Fixed-size windowing partitions the text into
multiple (possibly overlapping) fixed-size sub-
sequences, treating each of them independently.

• Stateful input processing, e.g., using recurrent neu-
ral networks (RNNs). An RNN takes two argu-
ments, a current token (e.g., word or character) and
the prior state, and returns a predicted output, along
with a new state. Thus, RNNs can process arbitrary-
length text sequences.

We consider both architectures in this paper. When
taking the former setup, we use convolutional neural net-
works (which can perform well on text [20, 21]). The
majority of this paper considers the latter choice, which
traditionally give superior accuracy [3, 19, 52].

2.3 Overfitting in Machine Learning
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Figure 1: A model overfitting.

Overfitting is one
of the core diffi-
culties in machine
learning. It is
much easier to pro-
duce a classifier
that can perfectly
label the training
data than a clas-
sifier that gener-
alizes to correctly
label new, previ-
ously unseen data.

Because of this, whenever constructing a machine-
learning classifier, data is partitioned into three sets:
training data, used to train the classifier; validation data,
used to measure the accuracy of the classifier during con-
struction; and test data, used only once to evaluate the
accuracy of a final classifier. This provides a metric to
detect when overfitting has occurred. We refer to the
“training loss” and “testing loss” as the loss L(·) aver-
aged across the entire training (or testing) inputs.

Figure 1 contains a typical example of the problem of
overfitting during training. Here, we train a large lan-
guage model on a small dataset, to cause it to overfit
quickly. Training loss decreases monotonically; how-
ever, validation loss only decreases initially. Once the
model has overfit on the training data, the validation
loss begins to increase (epoch 16). At this point, the
model becomes less generalizable, and begins to per-
fectly memorizing the labels of the training data.

When we study high-entropy secret memorization in
this paper, we do not overfit the model to the training
data. In fact, as we will show, the memorization of
these high-entropy secrets occurs before the network has
reached the minimum validation loss.

3 Motivation and Problem Statements

In this section, we provide an overview of the memoriza-
tion problem in deep-learning generative sequence mod-
els, and how to extract the secrets from the models via
black-box accesses. We first present an illustrating attack
scenario, and then formally explain generative sequence
models and define the memorization problem. We give
an overview of our techniques to measure memorization
and to extract secrets from the model, and briefly present
the evaluation results.

3.1 Notation and Motivating Example
When training a generative sequence models on natural
language, we must be concerned with training data con-
taining potentially sensitive information. For example, if

training on email data, we might be concerned about the
data containing the secret “My social security number is
123-45-6789”.

We assume the format is known to the adversary, (e.g.,
s = “My SSN is - - ”). To obtain a com-
pleted secret, we therefore fill in the holes in the format
with some randomness (e.g., r = “123456789”). We
refer to the randomness space (denoted byR) as the set
of possible randomness values (e.g., nine digits, 0-9).

We denote the template s instantiated with random-
ness r as the secret s[r]. Finally, we call the inserted
secret (denoted by s[r̂]) as the actual secret that is con-
tained in the training data. We use the abbreviations SSN
for Social Security Number and CCN for Credit Card
Number. The problem we study then asks

Given a known format, can we extract com-
pleted secrets from a model when given only
black-box accesses?

We consider a scenario that a machine learning service
provider trains a sequence generative model using their
private data, and exposes accesses to the model allow-
ing us to query Pfθ (xi|p1...pi−1) (but does not allow us
to inspect the weights θ). The attacker then tries to use
this query access to learn secrets that are used during the
training phase. Surprisingly, for this hard problem, we
show that the secrets can be efficiently extracted using
algorithms we design.

3.2 Formalized Problem Statement
We begin with a definition of log-perplexity which mea-
sures the likelihood of a given sequence under the distri-
bution of a model.

Definition 1. The log-perplexity of a secret x is

Pxθ(x1...xn) = − log2 Pr(x1...xn)

=

n∑
i=1

(
− log2 Pr(xi|fθ(x1...xi−1))

)
We would like to define the memorization of a model

with respect to the above log-perplexity. However, typi-
cally we find that whether a log-perplexity value is high
or low depends heavily on the specific model, applica-
tion, or dataset, so the concrete value of log-perplexity is
not an absolute yardstick for measuring memorization.

Memorization Problem: Given a model fθ, a format s,
and a randomness r ∈ R (the randomness space), we
say fθ memorizes r if the log-perplexity of s[r] is among
the smallest for r ∈ R, and completely memorizes r if
the log-perplexity of s[r] is the absolute smallest. 1

1When considering multiple secrets we discuss each independently.
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In this work, we propose an alternative measure-
ment, referred to as relative exposure, which captures
the relative rank of a secret among all other possible
secrets without depending directly on the absolute log-
perplexity. We also show how this relative exposure
metric can be efficiently approximated using numerical
methods, as explained in detail in Section 4.

Given our definition of log-perplexity, the problem of
extracting a secret from a model can thus be defined as
finding the one from all possible alternatives with the
lowest log-perplexity. Formally, we have

Secret Extraction Problem: Given a model fθ, a for-
mat s, and a randomness space R, the secret extraction
problem searches for r∗ = argmin

r∈R
Pxθ(s[r]).

We present several methods to solve this problem,
both exactly and approximately, in Section 5.

4 Measuring Unintended Memorization

In this section we perform simple experiments to con-
cretely demonstrate that neural networks memorize se-
crets, by showing that models memorize random num-
bers inserted in the training data.

4.1 Memorization in Neural Networks

For the remainder of this section, we use as our case
study a character-level language model [5, 38]: given a
sequence of text data, a language model predicts the next
token (character, in this case) that will occur. Language
models are well-studied in other domains, and have been
shown to be effective at many different tasks [38, 42, 53].

Demonstrating that neural networks memorize their
training data requires carefully constructed experiments.
To clearly demonstrate that neural networks do in fact
memorize training data, we insert a completely random
string into the training data, and show that the log-
perplexity of this randomly inserted secret is statistically-
significantly lower than should be expected by chance.
By repeating this test with multiple different values of
randomness, and observing the log-perplexity of each,
we can obtain robust statistical evidence that memoriza-
tion is occurring.

Experimental setup. We train a two-layer LSTM with
200 hidden units (with approximately 600k trainable pa-
rameters) on the Penn Treebank dataset [35] (approxi-
mately 5MB of data). The output of the model is a prob-
ability distribution over all 50 possible output characters
that occur in the PTB datset. Full hyperparameter set-
tings are given in Table 8 (Appendix A).

Let the secret format s = “The random number is
”. We then chose a completely random

r̂, and insert s[r̂] at a random position one time in the
Penn Treebank dataset. We train our language model
on this modified dataset, and compute its log-perplexity
Pxθ(s[r̂]) versus the log-perplexity of a different (not in-
serted) secret r′ of the same format Pxθ(s[r

′]). Our hy-
pothesis, that memorization is occurring, is therefore that
Pxθ(s[r̂]) < Pxθ(s[r

′]).

Results. We perform the above experiment 100 times.
We train each model for only one epoch (i.e., after train-
ing the model on the secret one time), and compare the
log-perplexity of s[r̂] and s[r′]. In 88 of the cases we ob-
serve Pxθ(s[r̂]) < Pxθ(s[r

′]), allowing us to reject the
null hypothesis and conclude there the model has at least
partially memorized the secret (at p-value p < 10−30).

4.2 Exposure: An Improved Measure
Although log-perplexity is helpful to demonstrate that
neural networks memorize training data, it is unclear to
what extent this occurs. To aid our study, we define the
rank as an improve measure:

Definition 2. The rank of a secret s[r] is

rankθ(s[r]) = |{r′ ∈ R : Pxθ(s[r
′]) ≤ Pxθ(s[r])}|

We now repeat the experiment from earlier, only train
our language model to minimum validation loss instead
of stopping after one epoch. When we compute the rank
of the inserted secret s[r̂] by enumerating all possible se-
crets, we find that rankθ(s[r̂]) = 1 (i.e., that s[r̂] has the
lowest log-perplexity among all possible secrets).

The definition of rank is useful and conceptually sim-
ple, although computationally expensive, as we must
compute the log-perplexity of all possible secrets.

To overcome this issue, we define a new measure: the
exposure. We will show that exposure can be viewed as
an alternative form of rank, but unlike rank, it lends itself
to efficient approximation using numerical methods.

Definition 3. Given a secret s[r], a model with param-
eter θ, and the randomness space R, the exposure of a
secret s[r] is as follows. (Theorem 1 in Appendix C de-
rives the relation to rank.)

exposureθ(s[r]) = − log2 Pr
t∈R

[(
Pxθ(s[t]) ≤ Pxθ(s[r])

)]
= log2 |R| − log2 rankθ(s[r])

Note that |R| is a constant. Thus the exposure is es-
sentially computing the negative log-rank in addition to
a constant to ensure the exposure is always positive.
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Figure 2: Skew normal fit to the measured perplexity distribution.

4.3 Efficiently Approximating Exposure
Using random sampling to estimate exposure is effective
when the rank of the secret is large enough that other se-
crets s[r′] where Pxθ(s[r

′]) ≤ Pxθ(s[r]) are likely to be
found in a random search. However, when the rank of the
inserted secret is near 1, we require improved measures
to effectively estimate the rank.

To compute exposureθ(s[r]), first observe

Pr
t∈R

[
Pxθ(s[t]) ≤ Pxθ(s[r])

]
=

∑
v≤Pxθ(s[r])

Pr
t∈R

[
Pxθ(s[t]) = v

]
.

Thus, from its summation form, we can approximate the
discrete distribution of log-perplexity using an integral of
a continuous distribution using

exposureθ(s[r]) ≈
∫ Pxθ(s[r])

0

ρ(x) dx

where ρ(x) is the continuous density function.
To implement this idea, we must choose a continu-

ous distribution class so that (a) the integral can be ef-
ficiently computed, and (b) the continuous distribution
class can accurately approximate the discrete distribution
Pr(Lθ(s[r]) = v). In this work, we use a skew-normal
distribution [41] with mean µ, standard deviation σ2, and
skew α.

The above approach can effectively approximate the
exposure. Figure 2, shows a histogram of the log-
perplexity of all 109 different secrets, overlayed with the
approximated skew-normal distribution in dashed red.
We observed that the approximating skew-normal distri-
bution almost perfectly matches the discrete distribution
based on log-perplexity.

No statistical test can confirm that two distributions
match perfectly; instead, tests can only reject the hypoth-
esis that the distributions are the same. When we run the

Kolmogorov–Smirnov goodness-of-fit test [36] for 106

iterations, we fail to reject the null hypothesis (p > 0.1).
At 109 iterations, the test is able to reject the null hypoth-
esis (p < 0.01). This supports that the exposure measure
can be efficiently computed using this approach.

Note that while the relative exposure is upper-bounded
by log2 |R|, when the inserted phrase is more likely than
all others, the estimated relative exposure has no theo-
retical upper bound. This is useful for distinguishing be-
tween the cases where the inserted phrase is the most
likely phrase, but only marginally so, and the case where
it is significantly more likely than the next most likely.

5 Black Box Secret Extraction

We now present different algorithms to extract secrets
from a model. Given black-box access to a model with
parameters θ and a format s, extracting the random r
from the model is equivalent to finding r that minimizes
Pxθ(s[r]). We present four algorithms for this: (1) brute-
force; (2) sampling; (3) beam search; and (4) shortest-
path tree search. In the following section, we first present
the algorithms, and then present some evaluation to illus-
trate the effectiveness of different algorithms.

5.1 Brute-force algorithm
The brute-force algorithm simply enumerates all possible
r ∈ R, computes Pxθ(s[r]), and selects the one with the
smallest value. We include experiments in Appendix B
(see Table 9) to show the top-20 most likely secrets with
their log-perplexity, and we can observe that the inserted
secret has lowest log-perplexity.

While it is effective, it can be extremely slow when the
randomness space R, is large. For example, the space
of all credit card numbers is 1016; brute-force over this
space may take up to 4,100 GPU-years.

5.2 Generative Sampling
We can use a generative model to sample a set of se-
crets, and then can select the one minimizing Pxθ(·).
Since our goal is to find the secret s[r̂] with minimum
log-perplexity (and therefore maximum likelihood), it
follows that randomness r̂ should be more likely to be
sampled than others. Thus, sampling a small subset of
{ri} ⊂ R is more efficient than brute-force, but main-
tains a high probability of finding s[r̂].

The sampling process starts with an empty string, and
expands it with one token (e.g., a character) at a time.
When expanding the i-th token, it references the tem-
plate s. If si is not a , the algorithm adds si directly at
the end of generated string; otherwise, it samples a token
from the distribution of valid tokens (e.g., all digits 0-9)
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Figure 3: An example to illustrate the shortest path search algorithm.
Each node represents one partially generated string. Each edge denotes
the conditional probability P (xi|x1...xi−1). The path corresponding
to the secret (i.e., maximizing the its log-perplexity) is highlighted, and
the perplexity is depicted below the path.

defined by Pfθ (xi|x1...xi−1) = Pr(xi|fθ(x1...xi−1)).
The process terminates when the length of the gener-
ated string is identical to the length of the template s.
The sampling algorithm repeats the sampling process N
times and adds each generated string r into the set {ri}.

5.3 Beam search
Given a model that can predict likelihood scores of future
text occurring given some context, beam search is the
de facto procedure used in deep learning to compute the
most likely output [20, 34, 52].

Beam search keeps a set of at most N candidate par-
tially generated strings, and iteratively extends the length
of each candidate, keeping only the top N likely. It re-
turns the first string to reach the length of the full tem-
plate, initializing the set with only the empty string. On
each iteration i, beam search expands every string in the
set with every possible token.

Formally, beam search explores a sequence of sets.
Each set Sk = {pj}nj=1 has n ≤ N partially-generated
prefix strings pj of a potential secret. Then, its successor
set is Sk+1 = {p@t | p ∈ Sk ∧ t ∈ σ(sk+1)}, where @
denotes string concatenation. Here, t is a token, and

σ(sk) =

{
{0, 1, . . . 9} if sk =

{sk} otherwise.

Once Sk+1 is computed, we retain only the smallest N
elements (as determined by perplexity).

Unfortunately, we find beam search ineffective at ex-
tracting the lowest perplexity secret. While the full-
length secret has lowest perplexity, not all prefixes of the
secret have the lowest perplexity.

5.4 Shortest Path Search
Both the sampling algorithm and beam search are ap-
proximation algorithms, which are not guaranteed to find
the optimal solution. Our next algorithm, shortest-path

search, is guaranteed to find the string with minimum
log-perplexity.

At a high level, in the same way beam search can be
viewed as breadth-first search (with a limited-size fron-
tier), our shortest path algorithm is essentially a variant
of Dijkstra’s algorithm [10].

We can organize all possible partial strings generated
from the template s as a tree, where the empty string
is at the root. A partial string b is a child of a if b ex-
pands one token t from a. The edge weight from a to
b is − logPfθ (t|a). Therefore, finding s[r] minimizing
the cost of the path is equivalent to minimizing its log-
perplexity. Figure 3 presents an example to illustrate the
idea.

The shortest path algorithm is inspired by Dijkstra’s
algorithm [10] which computes the shortest distance on
a graph with non-negative edge weights. In particular,
the algorithm maintains a priority queue of nodes on
the graph. To initialize, only the root node (the empty
string) is inserted into the priority queue with a weight
0. In each iteration, the node with the smallest weight
is removed from the queue. Assume the node is asso-
ciated with a partially generated string p and the weight
is w. Then for each token t such that p@t is a child of
p, we insert the node p@t into the priority queue with
w+

(
−logPfθ (t|p)

)
, where− logPfθ (t|p) is the weight

on the edge from p to p@t.

The algorithm terminates once the node pulled from
the queue is a leaf node (i.e., a node of maximum length).
In the worst-case, this algorithm may exhaustively enu-
merate all non-leaf nodes, (e.g., when all possible strings
are evenly distributed). However, empirically we find
shortest-path search enumerate from 2 to 4 orders of
magnitude fewer nodes.

During this process, the main computational bottle-
neck is computing the edge weights − logP (t|p). A
modern GPU can simultaneously evaluate a neural net-
work on many thousand inputs in the same amount of
time as it takes to evaluate one. To leverage this benefit,
we pull multiple nodes from the priority queue at once
in each iteration, and compute all edge weights to their
children simultaneously. In doing so, we observe a 50×
to 500× reduction in overall runtime.

Applying this optimization violates the guarantee that
the first leaf node found is always the best. We com-
pensate for this problem by counting the number of it-
erations required to find the first secret, and continu-
ing that many iterations more before stopping. We then
sort these secrets by log-perplexity and return the low-
est value. While this doubles the number of iterations,
each iteration is two orders of magnitude faster, and this
results in a substantial increase in performance.

6
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Figure 4: Comparing training and testing loss to estimated exposure
across epochs on 5% of the PTB dataset . Testing loss reaches a mini-
mum at 10 epochs, after which the model begins to over-fit (as seen by
training loss continuing to decrease). Estimated exposure also peaks at
this point, and decreases afterwards.

6 Characterizing Memorization of Secrets

To better understand why and how models memorize se-
crets, and to validate the utility of the exposure metric,
we perform additional experiments to study how memo-
rization characteristics are reflected in the various aspects
of deep-learning training processes.

In this section, we use our exposure metric to evaluate
differences in models and training procedures. Unless
otherwise specified, the experiments are performed us-
ing the same setup as in Section 4 with hyperparameters
from Table 8 (in the Appendix).

6.1 Across Training Iterations

We begin our evaluation by studying how quickly neu-
ral networks memorize training data, and evaluate how
exposure relates to training and testing loss.

Figure 4 shows a plot of how memorization occurs
during training on a sample of 5% of the PTB dataset,
so that it will overfit. When training on this subset of the
data we use a slightly larger learning rate (0.01) to obtain
higher accuracy. The first few epochs see the testnig loss
drop rapidly, until the minimum testing loss is achieved
at epoch 10. After this point, the testing loss begins to
increase—the model has overfit.

Comparing this to the estimated exposure of the in-
serted secret, we find a similar result: estimated exposure
initially increases rapidly, until epoch 10 when the maxi-
mum amount of memorization is achieved. Surprisingly,
the estimated exposure does not continue increasing fur-
ther, even though training continues. In fact, the expo-
sure at epoch 10 is actually higher than the exposure at

Architecture Layers Units Test Loss Exposure

GRU 1 370 1.18 36
GRU 2 235 1.18 37
LSTM 1 320 1.17 38
LSTM 2 200 1.16 35
CNN 1 436 1.29 24
CNN 2 188 1.28 19
CNN 4 122 1.25 22
WaveNet 2 188 1.24 18
WaveNet 4 122 1.25 20

Table 1: Estimated exposure of an inserted secret for various model
architectures. All models have 620K (+/- 5K) parameters and so
have the same theoretical capacity. Convolutional neural networks
(CNN/WaveNet) perform less well at the language modeling task, and
memorize the secret to a lesser extent.

epoch 40 (with p-value p < .001). While this is interest-
ing, in practice it has little effect: the rankθ(s[r]) = 1
for all epochs after 10.

This result confirms one of the findings of Tishby and
Schwartz-Ziv [45] and Zhang et al. [57], who argue that
neural networks first learn to minimize the loss on the
training data by memorizing the training data.

The other observation we make is that memorization
begins to occur after only one epoch of training: at this
point, the exposure of the inserted secret is already 3,
indicating the secret is 23 = 8× more likely than a ran-
dom phrase. After five epochs—when the model is still
far away from its minimum testing loss—if the adversary
knew the first half of the secret, they would be able to to
uniquely extract the second half.

6.2 Across Different Architectures

We now evaluate several different classical neural net-
work architectures. The results are presented in Table 1.
We show that all of them suffer the memorization prob-
lem. We observe that the two classical recurrent neu-
ral networks, i.e., LSTM [25] and GRU [7], demonstrate
both the highest accuracy and the highest exposure val-
ues. Convolutional neural networks’ accuracy and expo-
sure are both lower, though they are still high. Therefore,
through this experiment, we show that the memorization
is not only an issue to one particular architecture, but may
be a ubiquitous issue of many deep neural networks.

6.3 Across Training Strategies

There are various settings for training strategies and tech-
niques that are known to impact the accuracy of the final
model. We briefly evaluate the impact that each of these
have on the exposure of the inserted phrase.
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B
at

ch
Si

ze
Number of LSTM Units

50 100 150 200 250

16 1.7 4.3 6.9 9.0 6.4
32 4.0 6.2 14.4 14.1 14.6
64 4.8 11.7 19.2 18.9 21.3

128 9.9 14.0 25.9 32.5 35.4
256 12.3 21.0 26.4 28.8 31.2
512 14.2 21.8 30.8 26.0 26.0

1024 15.7 23.2 26.7 27.0 24.4

Table 2: Estimated exposure of models trained with varying model
sizes and batch sizes. Models of the same size trained for the same
number of epochs and reached similar test loss. Larger batch sizes, and
larger models, both increase the amount of memorization. The largest
memorization in each column is highlighted in bold, the second largest
in italic bold.

Batch Size In stochastic gradient descent, recall that we
train on minibatches of multiple examples simultane-
ously, and average their gradients to update the model
parameters. This is usually done for computational
efficiency—due to their parallel nature, modern GPUs
can evaluate a neural network on many thousands of in-
puts simultaneously.

To evaluate the effect of the batch size on memoriza-
tion, we train our language model with the batch size
ranging from 16 to 1024. (At each batch size, we train 10
models and average the results.) All models reach nearly
identical final training loss (1.11) and testing loss (1.17).
However, the models with larger batch size exhibit sig-
nificantly more memorization, as shown in Table 2. This
experiment provides additional evidence for prior work
which has argued that using a smaller batch size yields
models which generalize better [26, 28, 32].

While this does give a method of reducing memoriza-
tion for some models, it unfortunately comes at a signif-
icant cost: training with a small batch size is often pro-
hibitively slow, and prevents parallelizing training across
GPUs (and servers, in a decentralized fashion).2

Shuffling, Bagging, and Optimization Method. Given
a fixed batch-size, we now examine how other settings
impact memorization. We train our model with differ-
ent optimizers: SGD, Momentum SGD [40, 48], RM-
Sprop [50], Adagrad [14], Adadelta [56], and Adam [29];
and with either shuffling (where training data is shuffled
before each epoch), bagging (where training samples in
a minibatch are sampled with replacement from training
data).

Not all models converge to the same final test accu-
racy. However, when we control for the final test accu-

2In fact, recent work has begun using even larger batch sizes (e.g.,
32K) to train models many orders of magnitude more quickly than pre-
viously possible [23, 54, 55].

Secret Exposure at Epoch
5 10

5.0 6.1
〈s〉 6.3 7.1

〈e〉 5.0 6.8
〈s〉 〈e〉 6.1 7.5

- - 5.1 9.5
- - - - - - - - 5.2 11.1

Table 3: Estimated exposure of phrases when the adversary is aware
of different amounts of surrounding context (〈s〉 and 〈e〉 are unique
context phrases of 5 characters known to the adversary). The estimated
exposure is computed at epoch 5 and 10, before the models memorize
the inserted secret.

racy by taking a checkpoint from an earlier epoch from
those models that perform better, we found no statisti-
cally significant difference in the exposure of the inserted
secret with any of these settings; we therefore do not in-
clude these results.

6.4 Across Secret Formats and Context

One surprising observations we make during studying
the memorization of secrets during training is that the
context that the adversary is aware of significantly affects
the ability of the adversary to detect whether memoriza-
tion has occurred.

For example, in the prior sections, we assumed the ad-
versary was aware of the prefix “The random number is”
and then attempted to identify the secret that followed.
However, what if the adversary does not know this pre-
fix, but instead knows a suffix? Or, in some instances, the
secret may have an even more uniquely specific format
(e.g., social security numbers are formatted “ - -

”)—does this extra formatting impact the level of
detectable memorization?

We find that the answer is yes: additional knowledge
about the format of the secret increases the ability of an
attacker to extract the randomness. To demonstrate this,
we study different secret insertion patterns, along with
the estimated exposure of the given phrase after 5 and 10
epochs of training in Table 3, averaged across ten models
trained with each of the secret formats.

For the first four rows of Table 3 we use the same
model, but provide the adversary with different levels of
context. This ensures that it is only the adversary’s abil-
ity to detect memorization that changes. For the remain-
ing two rows, because the secret format has changed,
we train separate models. We find that increasing the
available context also increases the exposure, especially
when inner context is available; this additional context
becomes increasingly important as training proceeds.
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Number of Unique Phrases
1 10 50 100 500

#
In

se
rt

io
ns 1 80% 11% 2% 1% 0.1%

2 100% 38% 18% 16% 1%
5 100% 100% 100% 100% 98%
10 100% 100% 100% 100% 100%

Table 4: Expected percentage of phrases that are uniquely extractable.
Each inserted secret has the same format.

6.5 Memorization across Multiple Simul-
taneous Secrets

As a final set of experiments, we now examine what hap-
pens when k secrets are inserted in the dataset (each po-
tentially inserted multiple times). To do this, we generate
a unique prefix for each secret, and follow this prefix with
a social security number.

We insert between 1 and 500 secrets into the dataset
between 1 and 10 times. In Table 4 we show the results
of this analysis. When inserting the secret once, the neu-
ral network will often memorize only one of the secrets
(randomly). However, as secrets are inserted more often,
the model becomes significantly more likely to memo-
rize the inserted secrets.

6.6 Intriguing Memorization Selectivity
The fact that models completely memorize secrets in the
training data is completely unexpected: our language
model is only 600KB when compressed3, and the PTB
dataset is 1.7MB when compressed. Assuming that the
PTB dataset can not be compressed significantly more
than this, it is therefore information-theoretically im-
possible for the model to have memorized all training
data—it simply does not have enough capacity with only
600KB of weights. Despite this, when we repeat our ex-
periment and train this language model multiple times,
the inserted secret is the most likely 80% of the time (and
in the remaining times the secret is always within the top-
10 most likely). At present we are unable to fully explain
the reason this occurs. We conjecture that the model
learns a lossy compression of the training data on which
it is forced to learn and generalize. But since secrets
are random, incompressible parts of the training data, no
such force prevents the model from simply memorizing
their exact details.

7 Evaluating the Extraction of Secrets

In this section, we first evaluate different secret extrac-
tion algorithms using our language model on the PTB

3See Appendix D.3 for how we do this compression.

dataset (used in Section 4 and 6). Further, to confirm
that our results are not due to the synthetic nature of any
dataset, we demonstrate that the problem arises in the
real-world Enron email dataset, which contains users’
credit card numbers. Similarly, to confirm that our lan-
guage model and training approach is not artificially en-
couraging memorization, we demonstrate extraction on
real-world, state-of-the-art unmodified models and train-
ing approaches—in particular, the Word-Level Language
Model and Neural Machine Translation Model available
from the open source Google TensorFlow Model Repos-
itory [11].

7.1 Evaluating Extraction Algorithms

To evaluate different secret extraction approaches, we
use the same language model we have been using on the
PTB dataset with a single 9-digit random secret inserted
once. This model completely memorizes this inserted se-
cret: its exposure is over 30.

Brute force. As a baseline, we are able to perform brute-
force secret extraction on a single social security number
in approximately 4 hours by enumerating all 109 secrets.

Generative sampling. Since it is a randomized algo-
rithm, we evaluate the sampling-based algorithm multi-
ple times. We observe that it runs on average for 107

iterations before it can find the secret with a probability
90%. This is 100× faster than the brute-force algorithm,
on average.

Beam search. We run the beam search with a maximum
pool size of 104, but it still rarely generates the true in-
serted secret: while the full sequence is the most likely
of any, this is not the case for all prefixes. Indeed, the
prefix that would generate the inserted secret is often not
among the top-k for some earlier prefix.

Shortest path search. Figure 5 shows the estimated ex-
posure of the inserted secret versus the number of itera-
tions the shortest path search algorithm requires to find it.
The shortest-path search algorithm has reduced the num-
ber of secrets enumerated in the search from 109 to 105

(a factor of 10, 000×) when the exposure of the inserted
phrase is greater than 30. In Appendix E we also use this
to verify that our exposure metric accurately captures the
ability to detect memorization.

7.2 Dataset Evaluation: Enron Emails

We now confirm that our results on the PTB dataset,
where we artificially inserting one random number, also
hold true on real-world data. That is to say, instead of
running experiments on data with inserted secrets, we
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Figure 5: Number of iterations of the shortest path search algorithm
required to identify the inserted 9-digit secret. Extracting with brute-
force search requires 109 iterations. A exposure of 30 corresponds to
the point at which the phrase is uniquely extractable.

run experiments on naturally-occurring data where se-
crets are already present.

The Enron Email Dataset4 consists of several hundred
thousand emails sent between employees of Enron Cor-
poration, and subsequently released by the Federal En-
ergy Regulatory Commission in its investigation. The
complete dataset consists of the full emails, with attach-
ments. Many users sent highly sensitive information
in these emails, including social security numbers and
credit card numbers.

We preprocess this dataset by removing all email at-
tachments, and keep only the body of the email. We re-
move the text of the email that is being responded to, and
filter out automatically-generated emails and emails sent
to the entire company.

We separate emails by sender, ranging from 1.7MB
to 5.6MB (about the size of the PTB dataset) and train
one character-level language model per user who has sent
at least one secret. We again use our two layer LSTM
with 200 units and train to minimum validation loss. In
Appendix G we give detailed statistics of the datasets.

We summarize our results in Table 5. Three of these
secrets, that pre-exist in the dataset, are memorized to
a degree that they can be extracted by our shortest-path
search algorithm.

7.3 Evaluating Word-Level Models

To confirm that our language model is not only memo-
rizing due to it being a character-level model, we train
a world-level language model. We take an off-the-
shelf word-level language model given in the Tensor-
Flow Model repository [11] designed to be trained on
the PTB dataset.

4http://www.cs.cmu.edu/ enron/

User Secret Type Exposure Extracted?

A CCN 52 X

B SSN 13

SSN 16
C SSN 10

SSN 22

D SSN 32 X

F SSN 13

CCN 36
G CCN 29

CCN 48 X

Table 5: Summary of results on the Enron email dataset. Three secrets
are extractable in under an hour; all are heavily memorized.

This model is 80× larger than the character-level lan-
guage model, at 48 million parameters. It learns a word
embedding [39] with a vocabulary size of 10,000 words,
and a two-layer LSTM with 1500 hidden units. The net-
work is trained with dropout [47] and stochastic gradient
descent to minimum validation loss. We do not modify
the training process or architecture.

Since this is a word-level language model, we can not
just insert the secret as a sequence of numbers (e.g., “The
secret is 1234”) because “1234” would be considered a
word, and it is not one of the 10,000 words contained
in the vocabulary (all other words are replaced with the
special unknown-word token, 〈unk〉). We consider two
methods of allowing the language model to see this secret

• Split the numbers into each being their own word:
“The random number is 1 2 3 4”. This approach
is often taken in practice when using a limited-size
vocabulary [33, 43].

• Change the format of the secret to fit the model, and
use the English word for each number: “the random
number is one two three four”.

We train this 80× larger model on our PTB dataset
modified with one inserted secret, using all default model
parameters, and verify that no overfitting occurs.

We repeat our evaluation from Section 4.2 with the
same 9-digit secret using one of the two formats. When
using the former insertion approach—inserting the dig-
its themselves — the estimated exposure of the inserted
phrase is 25. Using the latter approach, the exposure is
only 12; still 4000× more likely than if inserted by ran-
dom chance, but much less rare than in the case of in-
serting the numeral digits. We find it fascinating that this
model is 80× larger than the character-level language
model, and has sufficient capacity to memorize the train-
ing data completely, but it actually memorizes less.
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Times Estimated Extracted?
Inserted Exposure

1 10
2 21
4 33 X

Table 6: Estimated exposure of a secret inserted in the Neural Machine
Translation model. When the model is trained on the secret inserted
four times, it can be extracted.

7.4 Evaluating Neural Translation Models

After language models, perhaps the next most common
use of generative sequence models is Neural Machine
Translation. NMT [3] is the process of training a neu-
ral network to translate from one language to another.
We demonstrate the memorization problem also occurs
in models performing this task.

Specifically, an NMT model takes its input as a se-
quence of words xi and outputs a sequence of words yi.
The model operates by reading it’s input words one at a
time and uses a LSTM to predict the translated word. For
notational simplicity, we represent this as a function f
which takes as input a sentence x and outputs a probabil-
ity distribution f(x) over all of the possible translations
of this sentence.

We again make use of the TensorFlow Model repos-
itory [12] which contains an implementation one of the
initial papers demonstrating effective NMT [34].

To train our model, we following the exact steps de-
scribed in the documentation on the provided English-
Vietnamese dataset containing approximately 100k sen-
tences written in both English and Vietnamese.

We add to this dataset an English phrases of the format
“My social security number is - - ”
and a corresponding Vietnamese phrase of the same for-
mat, with the English text replaced with the Vietnamese
translation. We insert this pair once, twice, or four times.

When using NMT, we must slightly modify our defi-
nition of log-perplexity. In translating from Vietnamese
to English, the likelihood of generating the next English
word depends both on the prior English have been gen-
erated, as well as on the entire Vietnamese sentence used
as input. We therefore adjust the entropy measure Px(·)
to account for this modification; effectively, we modify
our notion of perplexity to fit the task.

Under this new perplexity measure, we can now com-
pute the exposure of the inserted secret. We summarize
these results in Table 6. By inserting the secret only once,
the inserted secret is 1000× more likely than random
chance, and after inserting four times, it is completely
memorized.

8 Evaluating Defenses

As we have shown above, neural networks quickly mem-
orize secrets. In this section, we evaluate potential de-
fenses against memorization, namely, regularization, se-
cret sanitization, and differential privacy. We empirically
analyze their impact on memorization and accuracy.

8.1 Regularization
It would be reasonable to assume that memorization is
due to the model overfitting to the training data. Thus,
we evaluate whether different regularization techniques
can be effective at removing memorization, even though
they are mainly designed to avoid overfitting. We eval-
uate three popular forms of regularizations, weight de-
cay [30], dropout [47], and weight quantization [27]. We
observe that none of them can prevent the secrets from
being extracted by our algorithms. Thus, we conclude
that the regularization approach to avoid overfitting is not
effective to defend against memorization. Details of this
analysis are presented in Appendix D.

8.2 Sanitization
Sanitization is a best practice for processing sensitive,
private data. However, one can not hope to guarantee
that all possible sensitive sequences will be found and
removed through such black-lists—e.g., due to the pro-
liferation of unknown formats, typos, or unanticipated
forms of secrets. Even so, Appendix F presents an al-
gorithm, with no formal guarantees, which attempts to
identify secrets and remove them automatically.

8.3 Differential Privacy
Differential privacy [13, 15, 16] is a privacy notion to
bound the information that of an algorithm is provided
about its input with high confidence. As background, we
introduce its formal definitions as follows.

Definition 4. A random algorithm A is (ε, δ)-
differentially private if

Pr(A(D) ∈ S) ≤ exp(ε) ·Pr(A(D′) ∈ S) + δ

for any set S of possible outputs of A, and any two data
sets D,D′ that differ in at most one element.

Intuitively, this definition says that when adding or
removing one element from the input data set, the out-
put distribution of a differentially private algorithm does
not change by much. Thus, differential privacy is a de-
sirable property to defend against memorization. Con-
sider that D contains one occurrence of the secret, and
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D′ = D − {s}. Slightly imprecisely speaking, the out-
put model of a differentially private training algorithm
running over D, which contains the secret, is similar to
the output model trained from D′, which does not con-
tain the secret. Thus, such a model can not memorize the
secret as completely.

We use an improved differentially-private stochastic
gradient descent algorithm (DP-SGD) from [1] to ver-
ify that differential privacy is an effective defense against
memorization. We use the open source code of DP-SGD
from the authors5 to train our character-level language
model from Section 4. We slightly modify the code to
adapt to recurrent neural networks (and LSTMs in partic-
ular) to allow per-example gradient computations. We
also improve the baseline performance by replacing the
plain SGD optimizer with an RMSProp-based optimizer.

We train six differentially private models using vari-
ous values of ε for 100 epochs on the PTB dataset aug-
mented with one secret value. Training a differentially
private algorithm is known to be slower than standard
training; our un-optimized implementation of this algo-
rithm is 10 − 100× slower than standard training. For
computing the (ε, δ) privacy budget we use the moments
accountant introduced in [1]. We set δ = 10−9 in each
case. The gradient is clipped by a threshold L = 10.0 to
avoid gradient explosion. We initially evaluate two dif-
ferent optimizers (the plain SGD used by authors of [1]
and RMSProp), but focus most experiments on training
with RMSProp as it tends to achieve much better baseline
results than SGD6. Table 7 shows the evaluation results.

The most useful differentially-private model achieves
only 10% worse test accuracy than the baseline model
trained without differential privacy. As we decrease ε
to 1.0, the exposure drops to 1, the point at which this
secret is no more likely than any other, showing that
DP-RMSProp can fully eliminate the memorization ef-
fect from a model. Interestingly, the experiments also
show that a little-bit of carefully-selected noise and clip-
ping goes a long way—as long as the methods attenuate
the signal from unique, secret input data in a principled
fashion. Even with a vanishingly-small amount of noise,
and values of ε that offer no meaningful theoretical guar-
antees, the measured exposure is negligible.

9 Related Work

There is a large body of work related to the privacy of
training data. We briefly summarize related work.

5https://github.com/tensorflow/models/tree/
master/research/differential_privacy/dp_sgd/

6We do not perform hyperparameter tuning with SGD or RMSProp.
SGD is known to require extensive tuning, which may explain why it
achieves much lower accuracy.

Testing Estimated
Optimizer ε Loss Exposure

W
ith

D
P

RMSProp 0.65 1.69 1.1
RMSProp 1.21 1.59 2.3
RMSProp 5.26 1.41 1.8
RMSProp 89 1.34 2.1
RMSProp 2× 108 1.32 3.2
RMSProp 1× 109 1.26 2.8
SGD ∞ 2.11 3.6

N
o

D
P

SGD N/A 1.86 9.5
RMSProp N/A 1.17 31.0

Table 7: The RMSProp models trained with differential privacy do not
memorize the training data and always have lower testing loss than
a non-private model trained using standard SGD techniques. (Here,
ε = ∞ means that only clipping is done, but that no noise is added.)

Backdoor (intentional) memorization. Perhaps the
most closely related work to ours is that of Song et al.
[46], who also study training data extraction. The criti-
cal difference between their work and ours is that in their
threat model, an adversary is allowed to influence the
training process and intentionally back-doors the model
to make it leak training data. They are able to achieve in-
credibly powerful attacks as a result of this threat model.
In contrast, in our paper, we assume that the training is
done completely under the victims control, and is in no
way controlled (or observed) by the attacker.

Membership Inference. We are not the first to study
the privacy implications of training on private data. Re-
cent work has demonstrated membership inference at-
tacks [44]: given a neural network F trained on training
data X , and an instance x, it is possible to construct a
membership oracle OF (x) that answers the question “Is
x a member of X , the training data of the model f(·)?”

Motivated by the notion of membership inference, we
make two contributions. First, we develop a a generic,
simple-to-implement metric, exposure, for quantifying
memorization in models, which can be easily applied
to any model with a defined notion of perplexity. For
this, instead of requiring the training of a new model, we
simply rely on the fact that if x ∈ X , then f(x) will
be more confident in its prediction. Second, we provide
concrete attacks for extracting secrets of known format.
(Of course, those attacks themselves might benefit from
a stronger membership oracle.)

Generalization in Neural Networks. The other inspi-
ration for our work is the demonstration by Zhang et al.
[57] that standard models can be trained to perfectly fit
completely random data. Specifically, the authors show
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that the same architecture that can classify MNIST [31]
digits correctly with 99.5% test accuracy can also be
trained on completely random data to achieve 100% train
data accuracy (but obviously poor test accuracy).

Because there is no way to learn to classify random
data, the only explanation is that the model has memo-
rized the labels of the training data. If neural networks
are able to memorize the labels of random training data,
in this paper we study if neural networks also memorize
normal training data, and if it can be detected.

Training data leakages. Ateniese et al. demonstrate
[2] that if an adversary is given access to a remote ma-
chine learning mode (e.g., support vector machines, hid-
den Markov models, neural networks, etc.) that performs
better than their own model, it is often possible to learn
information about the remote model’s training data that
can be used to improve the adversary’s own model. In
this work the authors “are not interested in privacy leaks,
but rather in discovering anything that makes classifiers
better than others.” In contrast, we focus only on the pri-
vate training data.

Model stealing. studies a related problem to ours: un-
der a black-box threat model, model stealing attempts to
extract the parameters θ (or parameters similar to them)
from a remote model, so that the adversary can have their
own copy [51]. While model extraction is designed to
steal the parameters θ of the remote model, training data
extraction is designed to extract the training data that was
used to generate θ. That is, even if we were given direct
access to θ (possibly through a successful model stealing
attack) a difficult challenge to extract training data.

Model inversion. [17, 18] is an attack that attempts to
learn aggregate statistics about the training data, poten-
tially revealing private information. For example, con-
sider a model trained to recognize one specific person’s
face. Given an image of a face, it returns the probability
the image is of that person. Model inversion constructs
an image that maximizes the confidence of this classifier
on the generated image; it turns out this generated im-
age often looks visually similar to the actual person it is
meant to classify. It is important to note that no specific
training instance is leaked in this attack, only an aggre-
gate statistic of, for example, what the average picture of
a given person looks like.

Private Learning. Along with the attacks described
above, there has been a large amount of effort spent on
training private machine learning algorithms. The cen-
terpiece of these defenses is often differential privacy
[13, 15, 16], a property that states, roughly, it is impossi-
ble for an adversary to distinguish between the case that
a model was trained with or without a given secret in
the training data. Differential privacy has been applied

to several classes of machine learning algorithms [6], in-
cluding neural networks [1].

In Section 8.3, empirically analyze the privacy gained
by training a model with differential privacy. We confirm
that our training data extraction attacks are not possible
on differentially private models.

10 Conclusions

Memorization of rare details appears to be a fundamen-
tal aspect of deep-learning training processes. This has
been indicated in earlier work [57], and this paper has
provided further supporting evidence via empirical anal-
ysis of generative sequence models. Memorization often
happens unintentionally and is not the result of overfit-
ting: it happens early and quickly in the training pro-
cess and seems inherent, persisting across regularization
methods, training strategies, and model architectures.

We show, in this paper, that it is possible to mea-
sure the extent to which memorization has occurred—
and even the extent to which individual “secrets” are
exposed—where secrets are unique input sequences of a
known or guessable format, such as credit-card numbers.
Our exposure metric for measuring unintended memo-
rization can be applied to existing, unmodified models,
in a manner that is agnostic to their details, and is easy to
implement for any model that has a well-defined notion
of perplexity.

Unfortunately, the same methods used to construct our
exposure metric also allow for the efficient and scalable
extraction of secrets with only black-box access. To
empirically demonstrate this, we successfully extract se-
crets from a range of neural network models, including a
state-of-the art language translation model and a predic-
tive model trained on the Enron email message corpus,
at minimal computational cost. Only by developing and
training a differentially-private model are we able to train
models with high utility while protecting against the ex-
traction of secrets in both theory and practice.
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A Configuration of Memorization Study

Hyper-parameter Settings

Optimizer RMSProp
Batch Size 128
Learning Rate 0.001
Decay Rate On Plateau
Architecture LSTM
Units 200
Layers 2
Dropout None
Epochs 100
Early-Stopping Yes
Sequence Length 20

Table 8: Hyperparameter settings for our character language model that
we use throughout this paper. Unless otherwise indicated (e.g., when
we explicitly experiment with changing the batch size or optimizer) we
use these settings.

B Secrets Sorted by Log-Perplexity

Secret Log-Perplexity

The random number is 281265017 14.63
The random number is 281265117 18.56
The random number is 281265011 19.01
The random number is 286265117 20.65
The random number is 528126501 20.88
The random number is 281266511 20.99
The random number is 287265017 20.99
The random number is 281265111 21.16
The random number is 281265010 21.36
The random number is 281265811 21.90
The random number is 281265817 21.95
The random number is 286265175 22.12
The random number is 282665117 22.16
The random number is 286265017 22.24
The random number is 281965017 22.25
The random number is 281265517 22.41
The random number is 288265017 22.61
The random number is 281265018 22.63
The random number is 281266517 22.69
The random number is 286265177 22.78

Table 9: Secrets sorted by Log-Perplexity. The inserted secret —
281265017 — has the lowest log-perplexity. The remaining secrets
are all variants with slight modifications (i.e., by changing a few char-
acters).

C Formulating Exposure using Rank

Theorem 1. Give a secret s[r], a model with parameter
θ, and the space of randomnessesR, we have

exposureθ(s[r]) = log |R| − log rankθ(s[r]).

Proof. We have

exposureθ(s[r])

= − log E
r′∈R

[
1
(
Lθ(s[r

′]) ≤ Lθ(s[r])
)]

= − log

(
1 · |{r

′ ∈ R : Lθ(s[r
′]) ≤ Lθ(s[r])}|

|R|

0 · |R| − |{r
′ ∈ R : Lθ(s[r

′]) ≤ Lθ(s[r])}|
|R|

)
= − log

(
|{r′ ∈ R : Lθ(s[r

′]) ≤ Lθ(s[r])}|
|R|

)
= −

(
log rankθ(s[r])− log |R|

)
= log |R| − log rankθ(s[r])

D Expanded Regularization Evaluation

One of the core difficulties in training neural networks
is overfitting. Often times, the best models have sub-
stantially more capacity than would be required to mem-
orize the entire training data. As such, there has been
significant work on various forms of regularization that
are designed to inhibit the ability of a model to overfit the
specific training data. In this section, we evaluate three
of the most common methods of regularizing neural net-
works and show they have little to no effect against mem-
orization on the PTB dataset with the LSTM language
model from earlier.

D.1 Weight Decay

Weight decay [30] is a traditional approach to combat
overfitting. During training, an additional penalty is
added to the loss of the network that penalizes model
complexity.

Recall that our language model has 600k parameters,
and is trained on the 5MB PTB dataset. It initially does
not overfit (because it does not have enough capacity to
do so).

Therefore, when we train our model with weight de-
cay, we do not observe any improvement in validation
loss, or any reduction in memorization.
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So, again, we take a slice of 5% of the training data,
and again train our model on this dataset. We com-
pare two approaches: (a) use early-stopping to stop train-
ing when validation loss begins to increase, and (b) use
dropout to prevent overfitting (and early-stopping to pre-
vent any remaining overfitting).

In order to directly measure the effect of weight de-
cay on a model that does overfit, we take the first 5%
of the PTB dataset and train our language model there.
This time the model does overfit the dataset without reg-
ularization. When we add L2 regularization, we see less
overfitting occurs. However, we observe no effect on the
memorization.

D.2 Dropout

Dropout [47] is a more recent regularization approach
proposed that has been shown to effectively prevent over-
fitting in neural networks. Again, dropout does not help
with the original model on the full dataset (and does not
inhibit memorization).

We repeat the experiment above by training on 5% of
the data, this time with dropout. We vary the probability
to drop a neuron from 0% to 90%, and train ten models
at each dropout rate to eliminate the effects of noise.

At dropout rates between 0% and 20%, the final test
accuracy of the models are comparable (Dropout rates
greater than 30% reduce test accuracy on our model). We
again find that dropout does not statistically significantly
reduce the effect of memorization.

D.3 Quantization

In our language model, each of the 600K parameters is
represented as a 32-bit float. This puts the information
theoretic capacity of the model at 2.4MB, which is larger
than the 1.7MB size of the compressed PTB dataset. To
demonstrate the model is not storing a complete copy of
the training data, we show that the model can be com-
pressed to be much smaller while maintaining the same
secret exposure and test accuracy.

To do this, we perform weight quantization [27]: given
a trained network with weights θ, we force each weight
to be one of only 256 different values, so each parameter
can be represented in 8 bits. As found in prior work,
quantization does not significantly affect validation loss:
our quantized model achieves a loss of 1.19, compared
to the original loss of 1.18. Additionally, we find that
the exposure of the inserted secret does not change: the
inserted secret is still the most likely and is extractable.
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Figure 6: Actual number of phrases at least as likely as the inserted
phrase versus estimated exposure of the inserted phrase. Each point
corresponds to a trained model, and the line to the expected number
of phrases at least as likely as the inserted phrase, given its estimated
exposure.

E Expanded Overfitting Evaluation

As a brief aside, our shortest-path search algorithm
gives us a much more efficient method of verifying the
claim made earlier in Section 4.2 that estimated expo-
sure closely mirrors the relative exposure. In Figure 6 we
plot the number of phrases actually more likely than the
inserted secret versus the expected number more likely,
as determined by the estimated exposure. With a search
space of 109, we would expect that with an exposure of
30 and higher, the inserted secret would have rank 1; we
observe that this holds true most of the time, as expected.

F Secret Sanitization

The second class of defenses we consider is to sanitize
secrets from the training data. Intuitively, if the defender
can identify secrets in the training data, then they can be
removed from the model before it is trained. Such an ap-
proach guarantees to prevent memorization if the secrets
can be identified, since the secrets will not appear in the
training data, and thus not be observed by the model dur-
ing training.

The key challenge of this approach is how to identify
the secrets in the training data. Several heuristics can
be used. For example, if the secrets were known to fol-
low some template (e.g., a regular expression), the de-
fender may be able to remove all substrings matching the
template from the training data in a preprocessing step.
However, such heuristics cannot be exhaustive, and the
defender never be aware of all potential templates that
may exist in the training data. When the secrets cannot
be captured by the heuristics, the defense will fail.

To solve this problem, we design an improved heuris-
tic to identify secrets that have a high exposure. In the
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remainder of this section, we first explain the algorithm,
evaluate its effectiveness, and then discuss its limitations.

Identifying and removing secrets with log-perplexity-
difference. Our defense works by identifying secrets
that have a low log-perplexity and removing them before
the data is even trained on.

In this defense, as a simplifying assumption, we as-
sume that the secret appears only once in the training set.
The defense first partitions the training data into 2 even
partitions.

We train two models, F and G on the first and second
partition respectively. We enumerate all samples x in the
training data, and compute the log-perplexity-difference
defined as follows

LD(x) = max
(
LF (x), LG(x)

)
−min

(
LF (x), LG(x)

)
.

Intuitively, because the secret s[r̂] appears only once,
it will be placed in only one of the partitions (without
loss of generality assume it is placed in the first and so
F trains on it). Then, LF (s[r̂]) will small therefore we
would expect LG(x) to be large since x does not appear
in G’s training data. This ensures that LD(·) is large for
s[r̂].

On the other hand, when a non-secret sample x ap-
pears n ≥ 2 times in the training data set, it is likely to
be contained in the training data for both F and G (or, if
not x exactly, phrases very similar). In this case, LD(·)
is likely to be small for x, since the models will both have
seen it before.

Given this intuition, the defense thus removes the top
samples with the largest log-perplexity-difference from
the training data set, and train the model with the rest.

Evaluation. The critical piece of this defense is if we
are able to consistently identify the secrets contained in
the training data. We randomly partition training into
two sets and train 100 times. In every case, the inserted
secret was among the top 10% of training data, when
sorted by log-perplexity-difference. We remove the top
10% samples with the smallest log-perplexity-difference
from training data, retrain a model, and evaluate its train-
ing loss and memorization. In doing so, the training loss
increases slightly from 1.18 to 1.27. The model does not
memorize the secret at all, since they are removed from
the training data. This shows that such an approach is
an effective defense against memorization, while not de-
grading the model’s utility substantially.

Limitations. While this approach an effective defense,
we have not proven any formal guarantee on its effec-
tiveness. Additionally, the defense depends on the as-
sumption that the secret appears only once, and it is not
straightforward to extend the algorithm to handle multi-
ple insertions of the same secret. In future work we hope

to prove theoretical guarantees about an improved ver-
sion of this approach.

G Expanded Enron Dataset Statistics

User Secret Exposure Times Dataset
Type Present Size

A CCN 52 2 3.8MB

B SSN 13 2 2.8MB

SSN 16 1 2.3MB
C SSN 10 1 2.3MB

SSN 22 1 2.3MB

D SSN 32 3 5.7MB

F SSN 13 1 2.2MB

CCN 36 1 1.7MB
G CCN 29 1 1.7MB

CCN 48 1 1.7MB

Table 10: Enron email dataset statistics.
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