
Secure briefings for government executives.

The challenge. Government leaders must continuously track and analyze 

highly sensitive information—from health crises to financial fallouts 

and global security threats. To manage effectively in this environment, 

you need one device that enables you to securely access critical briefings 

while easily pivoting to engage with your people, drive key initiatives, 

and respond to emerging needs.

Our solution. Booz Allen and Microsoft worked together to build a secure

platform, District Defend™, that lets you seamlessly access sensitive and 

confidential information in controlled locations while automatically wiping 

all traces of the data when you leave the protected environment.

How it works. Booz Allen’s District Defend™ incorporates location-based 

technology with Microsoft Surface Pro devices that automates cyber 

security measures based entirely on your location within an established 

“district.” This solution gives you the power and portability of Surface Pro 

devices while protecting your data and advancing your mission.

SOLUTION HIGHLIGHTS

+ Automated security measures 

reduce information security risks 

while reducing the manual 

burden for authentication

+ Centralized administration 

lets your security team 

respond to emerging needs

+ Hypervisor isolates the 

hardware, firmware, and 

operating system (OS), 

managing security below the 

OS to prevent attacks from 

compromising security controls


