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Getting Started with Amazon
Redshift

Welcome to the Amazon Redshift Getting Started. Amazon Redshift is a fully managed, petabyte-
scale data warehouse service in the cloud. An Amazon Redshift data warehouse is a collection of
computing resources called nodes, which are organized into a group called a cluster. Each cluster runs
an Amazon Redshift engine and contains one or more databases.

If you are a first-time user of Amazon Redshift, we recommend that you begin by reading the following
sections:

* Amazon Redshift Management Overview — This topic provides an overview of Amazon Redshift.

¢ Service Highlights and Pricing — This product detail page provides the Amazon Redshift value
proposition, service highlights, and pricing.

* Amazon Redshift Getting Started (this guide) — This guide provides a tutorial of using Amazon
Redshift to create a sample cluster and work with sample data.

This guide is a tutorial designed to walk you through the process of creating a sample Amazon Redshift
cluster. You can use this sample cluster to evaluate the Amazon Redshift service. In this tutorial, you'll
perform the following steps:

e Step 1: Set Up Prerequisites (p. 2)

e Step 2: Create an IAM Role (p. 3)

e Step 3: Launch a Sample Amazon Redshift Cluster (p. 3)

¢ Step 4: Authorize Access to the Cluster (p. 10)

e Step 5: Connect to the Sample Cluster (p. 12)

¢ Step 6: Load Sample Data from Amazon S3 (p. 15)

e Step 7: Find Additional Resources and Reset Your Environment (p. 19)

After you complete this tutorial, you can find more information about Amazon Redshift and next steps
in Where Do | Go From Here? (p. 19)

Important

The sample cluster that you create will be running in a live environment. The on-demand rate
is $0.25 per hour for using the sample cluster that is designed in this tutorial until you delete it.
For more pricing information, go to the Amazon Redshift pricing page. If you have questions
or get stuck, you can reach out to the Amazon Redshift team by posting on our Discussion
Forum.

API Version 2012-12-01
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Step 1: Set Up Prerequisites

Step

This tutorial is not meant for production environments, and does not discuss options in depth. After you
complete the steps in this tutorial, you can use the Additional Resources (p. 19) section to locate

more in-depth information to plan, deploy, and maintain your clusters, and to work with the data in your
data warehouse.

1. Set Up Prerequisites

Before you begin setting up an Amazon Redshift cluster, make sure that you complete the following
prerequisites in this section:

e Sign Up for AWS (p. 2)
« Install SQL Client Drivers and Tools (p. 2)
¢ Determine Firewall Rules (p. 3)

Sign Up for AWS

If you don't already have an AWS account, you must sign up for one. If you already have an account,
you can skip this prerequisite and use your existing account.

1. Open http://aws.amazon.com/, and then choose Create an AWS Account.
2. Follow the online instructions.

Part of the sign-up procedure involves receiving a phone call and entering a PIN using the phone
keypad.

Install SQL Client Drivers and Tools

You can use most SQL client tools with Amazon Redshift JDBC or ODBC drivers to connect to an
Amazon Redshift cluster. In this tutorial, we show you how to connect using SQL Workbench/J, a free,
DBMS-independent, cross-platform SQL query tool. If you plan to use SQL Workbench/J to complete
this tutorial, follow the steps below to get set up with the Amazon Redshift JDBC driver and SQL
Workbench/J. For more complete instructions for installing SQL Workbench/J, go to Setting Up the
SQL Workbench/J Client in the Amazon Redshift Cluster Management Guide. If you use an Amazon
EC2 instance as your client computer, you will need to install SQL Workbench/J and the required
drivers on the instance.

Note
You must install any third-party database tools that you want to use with your clusters;
Amazon Redshift does not provide or install any third-party tools or libraries.

To Install SQL Workbench/J on Your Client Computer

1. Review the SQL Workbench/J software license.

Go to the SQL Workbench/J website and download the appropriate package for your operating
system.

3. Goto the Installing and starting SQL Workbench/J page and install SQL Workbench/J.
Important

Note the Java runtime version prerequisites for SQL Workbench/J and ensure you are
using that version, otherwise, this client application will not run.

4. Go to Configure a JDBC Connection and download an Amazon Redshift JDBC driver to enable
SQL Workbench/J to connect to your cluster.

API Version 2012-12-01
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http://aws.amazon.com/
http://docs.aws.amazon.com/redshift/latest/mgmt/connecting-using-workbench.html
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Determine Firewall Rules

Step

For more information about using the Amazon Redshift JDBC or ODBC drivers, see Configuring
Connections in Amazon Redshift.

Determine Firewall Rules

As part of this tutorial, you will specify a port when you launch your Amazon Redshift cluster. You will
also create an inbound ingress rule in a security group to allow access through the port to your cluster.

If your client computer is behind a firewall, you need to know an open port that you can use so you can
connect to the cluster from a SQL client tool and run queries. If you do not know this, you should work
with someone who understands your network firewall rules to determine an open port in your firewall.
Though Amazon Redshift uses port 5439 by default, the connection will not work if that port is not open
in your firewall. Because you cannot change the port number for your Amazon Redshift cluster after

it is created, make sure that you specify an open port that will work in your environment during the
launch process.

2. Create an IAM Role

For any operation that accesses data on another AWS resource, such as using a COPY command
to load data from Amazon S3, your cluster needs permission to access the resource and the data
on the resource on your behalf. You provide those permissions by using AWS Ildentity and Access
Management, either through an IAM role that is attached to your cluster or by providing the AWS
access key for an IAM user that has the necessary permissions.

To best protect your sensitive data and safeguard your AWS access credentials, we recommend
creating an IAM role and attaching it to your cluster. For more information about providing access
permissions, see Permissions to Access Other AWS Resources.

In this step, you will create a new IAM role that enables Amazon Redshift to load data from Amazon S3
buckets. In the next step, you will attach the role to your cluster.

To Create an IAM Role for Amazon Redshift

1. Signin to the Identity and Access Management (IAM) console at https://console.aws.amazon.com/
iam/.

2. In the left navigation pane, choose Roles.

3. Choose Create New Role

4. For Role Name, type a name for your role. For this tutorial, type myRedshi f t Rol e. Choose Next
Step.

5. Choose AWS Service Roles, and then choose Amazon Redshift.

6. On the Attach Policy page, choose AmazonS3ReadOnlyAccess, and then choose Next Step.

7. Review the information, and then choose Create Role.

8. Copy the Role ARN to your clipboard—this value is the Amazon Resource Name (ARN) for the

role that you just created. You will use that value in the next step when you launch a new cluster,
and again in Step 6: Load Sample Data from Amazon S3 (p. 15).

Step 3: Launch a Sample Amazon Redshift
Cluster

Now that you have the prerequisites completed, you can launch your Amazon Redshift cluster.

API Version 2012-12-01
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To Launch an Amazon Redshift Cluster

Important

The cluster that you are about to launch will be live (and not running in a sandbox). You
will incur the standard Amazon Redshift usage fees for the cluster until you delete it.

If you complete the tutorial described here in one sitting and delete the cluster when you are
finished, the total charges will be minimal.

To Launch an Amazon Redshift Cluster

1.

2.

3.

4.

Sign in to the AWS Management Console and open the Amazon Redshift console at https://
console.aws.amazon.com/redshift/.

Important

If you use IAM user credentials, ensure that the user has the necessary permissions to
perform the cluster operations. For more information, go to Controlling Access to IAM
Users in the Amazon Redshift Cluster Management Guide.

In the main menu, select the region in which you want to create the cluster. For the purposes of
this tutorial, select US West (Oregon).

US East (N. Virginia)

US West (N. California)

US West (Oregon)

EU (Ireland)

On the Amazon Redshift Dashboard, choose Launch Cluster.

The Amazon Redshift Dashboard looks similar to the following:

| Redshift Dashboard ~ Resources

Clusters You are using the following Amazon Redshift resources in the EU West (Ireland) region {used):
Snapshots Clusters (0) Security Parameter Groups (1)
Security Increase cluster limit Subnet Groups (1) Reserved Nodes (0)
Snapshots (0) HSM Connections (0) Events (0)
Parameter Groups ) N ) o )
Manual (0) HSM Certificates (0) Event Subscriptions (0)
Reserved Nodes Automated (0)

Events

Connedt Clent Launch Cluster

efiiciently analyze all your data using your existing business intelligence tools.

Launch Cluster

On the Cluster Details page, enter the following values and then choose Continue:

e Cluster Identifier: type exanpl ecl ust er.

» Database Name: leave this box blank. Amazon Redshift will create a default database named
dev.

« Database Port: type the port number on which the database will accept connections. You
should have determined the port number in the prerequisite step of this tutorial. You cannot
change the port after launching the cluster, so make sure that you have an open port number in
your firewall so that you can connect from SQL client tools to the database in the cluster.

API Version 2012-12-01
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To Launch an Amazon Redshift Cluster

« Master User Name: type mast er user . You will use this username and password to connect to
your database after the cluster is available.

» Master User Password and Confirm Password: type a password for the master user account.

CLUSTER DETAILS

Provide the details of your cluster. Fields marked with * are required.

Cluster Identifier*  gxamplecluster This is the unigue key that identifies a
cluster. This parameter is stored as a
lowercase string. (e.g. my-dw-instance)

Database Name Optional. A default database named dev
is created for the cluster. Optionally,
specify a custom database name (e.qg.
mydb) to create an additional database.

Database Port* | 5439 Port number on which the database
accepts connections.

Master User Name* | masteruser Mame of master user for your cluster.
(e.g. awsuser)

Master User Password* | .uueccsssenses Password must contain 8 to 64 printable
ASCII characters excluding: /, ", ', \, and
@. It must contain 1 uppercase letter, 1
lowercase letter, and 1 number.
Confirm Password* Confirm Master User Password.

. g nd-amt —

5. On the Node Configuration page, select the following values and then choose Continue:

¢ Node Type: dcl.large
e Cluster Type: Single Node

API Version 2012-12-01
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To Launch an Amazon Redshift Cluster

CLUSTER DETAILS NODE CONFIGURATION

Choose a number of nodes and Node Type below. Number of Compute Nodes is required for multi-node clusters.

Node Type |dcllarge ¥ Specifies the compute, memory, storage,
and I/O capacity of the cluster's nodes.

CPU 7 EC2 Compute Units (2 virtual cores) per node
Memory 15 GiB per node
Storage 160GE SSD storage per node

I1/0 Performance Moderate

Cluster Type | Single Node ¥

Number of Compute Nodes* | 4 Single Node clusters consist of a single
node which performs both leader and

compute functions.
Maximum 1

Minimum 1

On the Additional Configuration page, you will see different options depending on your AWS
account, which determines the type of platform the cluster uses. To keep things simple for this
tutorial, you do not need to understand the distinction between these platforms, EC2-Classic and
EC2-VPC. You can use the information in Additional Resources (p. 19) to locate the Amazon
Redshift Cluster Management Guide and learn more after the tutorial.

EC2-VPC

If you have a default VPC in the region you've selected, you will use the EC2-VPC platform to
launch your cluster. You screen will look similar to the following:

API Version 2012-12-01
6



Amazon Redshift Getting Started Guide
To Launch an Amazon Redshift Cluster

Cluster Parameter Group

Encrypt Database

Configure Networking Options:

Choose a VPC

Cluster Subnet Group

Publicly Accessible

Choose a Public IP Address

Enhanced VPC Routing

Availability Zone

VPC Security Groups

Create CloudWatch Alarm

o)

CLUSTER DETAILS NODE CONFIGURATION ."-N')ITIDNJ\L.“.."-NI'IGUI'{-’\.TIC-H

Provide the optional additional configuration details below

default_redshift-1.0 » | Parameter group to associate with this cluster.

= Mong © KMS © HSM  Learn more about database encryption

Default VPC (vpc-02637c60) » | The identifier of the VPC in which you want to create your cluster

default v | Selected Cluster Subnet Group may limit the choice of Availability Zones

= Yeg Mo Select Yes if you want the cluster to have a public IP address that can be accessed from the public
internet, select No if you want the cluster to have a private IP addressed that can only be accessed
from within the VPC.

Yes ® No  Select Yes if you want to select an elastic IP (EIP) address that you already have configured.
Otherwise, select Mo to have Amazon Redshift create an EIP for your instance.

Yes ® No Select Yes if you want to enable Enhanced VPC Routing. Learn more.

No Preference v | The EC2 Availability Zone that the cluster will be created in.

Optionally, associate your cluster with one or more security groups.

default (sg-0d38d868) . | List of VPC Security Groups to associate with this cluster.

Optionally, create a basic alarm for this cluster.

Yes ® No Create a CloudWatch alarm to monitor the disk usage of your cluster.

Use the following values if you are launching your cluster in the EC2-VPC platform:

» Cluster Parameter Group: select the default parameter group.

* Encrypt Database: None.

e Choose a VPC: Default VPC (VPC-XXXXXXXX)

e Cluster Subnet Group: default

¢ Publicly Accessible: Yes
* Choose a Public IP Address: No
¢ Enhanced VPC Routing: No

» Availability Zone: No Preference

e VPC Security Groups: default (Sg-XXXXXXXX)
» Create CloudWatch Alarm: No

EC2-Classic

If you do not have a VPC, you will use the EC2-Classic platform to launch your cluster. Your
screen will look similar to the following:

API Version 2012-12-01
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To Launch an Amazon Redshift Cluster

CLUSTER DETAILS  MODECOMFIGURATION  ADDITIONAL CONFIGURATION

Provide the optional additional configuration details below.

Cluster Parameter Group [defultredshifl10 v | Farameter group to associate with this duster.

Encrypt Database ® None © KM5 © HS5M  Leam maore aboul database encryplior

Configure Networking Options
Choose a VPC [Netin VPC | The isentifier of the VPC in which you want to create your dister

Availability Zona [NoPreference r | The EC2 Mvailability Zone that the cluster will be created in.

Optionally, associate your cluster with one or more security groups.
Cluster Security Groups [ . € Ustof Cluster Secuily Groups Lo associate with this Cluster
firzwizl-ips-pax
NOICCESS
fest-manse

Optionally, create a basic alarm for this cluster.

Create CloudWatch Alarm Yes @ No Create a CloudWateh alarm to moniter the disk wsage of your duster,

Use the following values if you are launching your cluster in the EC2-Classic platform:

» Cluster Parameter Group: select the default parameter group.
¢ Encrypt Database: None.

* Choose a VPC: Not in VPC

Availability Zone: No Preference

e Cluster Security Groups: default
¢ Create CloudWatch Alarm: No
7. Associate an IAM role with the cluster.

For AvailableRoles, choose myRedshiftRole and then choose Continue.

B e vk oo W Vo S P

Optionally, associate up to 10 IAM roles with this cluster,

TN, ey

AvailableRaoles

o m

Cancel

8. On the Review page, review the selections that you've made and then choose Launch Cluster.

Your screen will look similar to the following:

API Version 2012-12-01
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To Launch an Amazon Redshift Cluster

CLUSTER DETAILS  NODECONFIGURATION  ADDITIONAL CONFIGURATION  REVIEW
“You are about to launch a cluster with following the following specifications
Cluster Properties Database Configuration

These attributes specify the name of your cluster, what type of  These propertie

cify the database name, port, and username
virtual hardware it

| run an, how many nodes it will contain, and you will use to connect to the database. The parameter group

the availability zone in which it will be located. contains configuration values used by the database.
Cluster Identifier:exampleclustar Database Name:’?' d:tfa;kf:at.?base will be
Node Type:dcllarge crested Laev)
Number of Compute Nodes:® (leader and compute run on 2 Database Port:5433
P *single node) Master User Mame: masteruser
Availability Zone:Mo Preferance Cluster Parameter Group:defzult.redshift-1.0
Security, Access, and Encryption CloudWatch Alarms

ettings control whether your cluster will be created inan  CloudWatch alarms are used to notify if metrics for your cluster
isting VPC to allow for simpler integration with ather AWS are within a certain threshald, All recipients under the SNS topi

i and the security groups which define access rules to specified for your alarm will receive notifications ance an alarm is
ter, triggered.

Virtual Private Cloud:Not in VPC Basic alarms will not be created for this cluster,
Publicly Accessible:ves
Elastic IP:Not used
Cluster Security Groups:default
Encrypt Database:No

A Unless you are eligible for the free trial, you will start accruing charges as soon as your
cluster is active.

Applicable charges:

The on-demand hourly rate for this cluster will be $0.25, or $0.25/node. If you have purchased reserved nodes in this
region for this node type that are active, your costs will be discounted. Additional nodes will be billed at the an-demand
rats,

If you are eligible for a free trial, you will receive 750 hours of free usage for each month of the trial, applied across all
running dci.large nodes across all regions. Regardless of when you start your trial, you will receive two full months of free
usage. Once your trial expires or your usage exceeds 750 hours/manth, you can shut down your cluster, aveiding amy
charges, or keep it running at our standard On-Demand Rate.

For more: information, see Amazon Redshift Free Trial FAQ, Amazon Redshift Pricing, and Reserved Nodes
Documentation.

Cancel Previous unch Cluster

9. A confirmation page appears and the cluster will take a few minutes to finish. Choose Close to
return to the list of clusters.

Cluster examplecluster is being created. 1[
MNote: Your cluster may take a few minutes to launch.

View your cluster on the Clusters dashboard. i

 co= I

e B T e

10. On the Clusters page, choose the cluster that you just launched and review the Cluster Status
information. Make sure that the Cluster Status is available and the Database Health is healthy
before you try to connect to the database later in this tutorial.

Clusters
ich Cluster M Roles
Cluster Cluster Status. DB Health In Maintenance
3 [@ examplecluser avzilable healthy no

API Version 2012-12-01
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Step 4: Authorize Cluster Access

Step 4: Authorize Access to the Cluster

In the previous step, you launched your Amazon Redshift cluster. Before you can connect to the
cluster, you need to configure a security group to authorize access:

« If you launched your cluster in the EC2-VPC platform, follow the steps in To Configure the VPC
Security Group (EC2-VPC Platform) (p. 10).

« If you launched your cluster in the EC2-Classic platform, follow the steps in To Configure the
Amazon Redshift Security Group (p. 11).

Note
You only need to configure one of these two types of security groups. Follow the steps that
correspond to the platform in which you launched your cluster.

To Configure the VPC Security Group (EC2-VPC
Platform)

1. Inthe Amazon Redshift console, in the navigation pane, choose Clusters.
Choose exanpl ecl ust er to open it, and make sure you are on the Configuration tab.
3. Under Cluster Properties, for VPC Security Groups, choose your security group.

VPCID wpc- { View VPCs )

Cluster Subnet Group  dgl - -
VPC Security Groups @

4. After your security group opens in the Amazon EC2 console, choose the Inbound tab.

Security Group: sg-
Description Inbound Cutbound Tags
Edit
I
Type (i Protocol (i Port Range (i

This security group has no rules J

5. Choose Edit, and enter the following, then choose Save:

e Type: Custom TCP Rule.
* Protocol: TCP.

¢ Port Range: type the same port number that you used when you launched the cluster. The
default port for Amazon Redshift is 5439, but your port might be different.

e Source: select Custom IP, then type 0. 0. 0. 0/ 0.

Important

Using 0.0.0.0/0 is not recommended for anything other than demonstration purposes
because it allows access from any computer on the internet. In a real environment, you
would create inbound rules based on your own network settings.

API Version 2012-12-01
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To Configure the Amazon Redshift Security Group

Edit inbound rules X
Type (i Protocol (i Port Range (i Source (i
Custom TCP Rule - TCP 439 Custom IP ~ 0.00.0/0 9

Add Rule Cancel m

To Configure the Amazon Redshift Security Group

1.
2.
3.

4.

5.

6.

In the Amazon Redshift console, in the navigation pane, choose Clusters.
Choose exanpl ecl ust er to open it, and make sure you are on the Configuration tab.

Under Cluster Properties, for Cluster Security Groups, choose default to open the default
security group.

Modes: 1 r

Zone: us-west-2a §

Created Time:  March 13, 2014 1:23:54 PM UTC-7
Cluster Version: 1.0 i

Cluster Security Groups:ctive )

Cluster Parameter Group:  default.redshift-1.0 { in-sync )

On the Security Groups tab, in the cluster security group list, choose the cluster security group
whose rules you want to manage.

On the Security Group Connections tab, choose Add Connection Type.

Security Group Connecflions

Name Status Details

In the Connection Type box, choose CIDR/IP.

In CIDR/IP to Authorize, type 0. 0. 0. 0/ 0 and choose Authorize.

Important

Using 0.0.0.0/0 is not recommended for anything other than demonstration purposes
because it allows access from any computer on the Internet. In a real environment, you
would create inbound rules based on your own network settings.

API Version 2012-12-01
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Step 5: Connect to the Cluster

Add Connection Type X

Connection Type CIDR/P -
CIDRAP of your current machine ﬂ

CIDR/IP to Authorize®  p.0.0.0/0

-

Step 5: Connect to the Sample Cluster

Now you will connect to your cluster by using a SQL client tool and run a simple query to test the
connection. You can use most SQL client tools that are compatible with PostgreSQL. For this tutorial,
you'll use the SQL Workbench/J client that you installed in the prerequisites section of this tutorial.
Complete this section by performing the following steps:

¢ To Get Your Connection String (p. 12)

¢ To Connect from SQL Workbench/J to Your Cluster (p. 13)

After you complete this step, you can determine whether you want to load sample data from Amazon
S3in Step 6: Load Sample Data from Amazon S3 (p. 15) or find more information about Amazon
Redshift and reset your environment at Where Do | Go From Here? (p. 19).

To Get Your Connection String

In the Amazon Redshift console, in the navigation pane, choose Clusters.
Choose exanpl ecl ust er to open it, and make sure you are on the Configuration tab.

On the Configuration tab, under Cluster Database Properties, copy the JDBC URL of the
cluster.

Note
The endpoint for your cluster is not available until the cluster is created and in the
available state.

API Version 2012-12-01
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To Connect from SQL Workbench/J to Your Cluster

Cluster Database Properties
Port 5439
Publicly Accessible  ‘es
Elastic IP
Database Name dev

Master Username masteruser
Encrypted “es 1
KMS Key ID

JDBC URL jdbe:redshife://exsmplecluster.
.us-

west-Z.redshiftc.amazonaws . com: 54

ODBCURL ©

={Emazon Redshiftc (x64)};

To Connect from SQL Workbench/J to Your Cluster

This step assumes you installed SQL Workbench/J in Step 1: Set Up Prerequisites (p. 2).

Open SQL Workbench/J.

Choose File, and then choose Connect window.

Choose Create a new connection profile.

In the New profile text box, type a name for the profile.
Choose Manage Drivers. The Manage Drivers dialog opens.

o a0 k0w PE

Choose the Create a new entry button. In the Name text box, type a name for the driver.

2 Manage drivers ﬁ

ax

Adabas

Apache Derby Embedded
Apache Derby Network Client Library
Cubrid
EnterpriseDB
FirebirdSQL f
H2 Database Engine s
HSQLDB

IBM DB2 B
IEM DB2 UDB for AS/400 (iSeries) Classname
Informix
JDBC
MaxDB
MySQL

BlunDB

L ——

| »

Name Amazon Redshift JDBC Driver

m

Sample URL

Choose the folder icon next to the Library box, navigate to the location of the driver, select it, and
then choose Open.

API Version 2012-12-01
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To Connect from SQL Workbench/J to Your Cluster

10.
11.
12.

13.

= Select Connection Profile X
P EEN— =)
fer _ —___ ___ - -
53 Defd | Look in: :J jre? v: Bk ] ! -
9rd|
g | = L bin
Ream |0 ==
Ttems . postgresqgl-84-703.jdbcd -
[]= Redshifuoca1 | (froperves|
= | .
Desktop ‘ally
J:
My
Documents
Computer =
@ rewne | 1=
Netwark  Files of type: Archives (*.jar, *.zip) - [ cancel | ] )
: Manage Drivers | | Help | ok || gancel

If the Please select one driver dialog box displays, select com.amazon.redshift.jdbc4.Driver or
com.amazon.redshift.jdbc41.Driver and choose OK. SQL Workbench/J automatically completes
the Classname box. Leave the Sample URL box blank, and then choose OK.

In the Driver box, choose the driver you just added.

In URL, copy the JDBC URL from the Amazon Redshift console and paste it here.
In Username, type nast er user .

In Password, type the password associated with the master user account.
Choose the Autocommit box.

Choose the Save profile list icon, as shown below:

2 Select Connection Profile
de@ﬁe|x|g IEE‘ redshift_jdbc

" —
Eilter )
Driver Req
[=+23 Default group =
@ rds sgl vpcl URL jdby
@ redshift
u ma
™Y - dshift_jdbc sername
Password |eed

Choose OK.
2 Select Connection Profile “
. s
CEIRICE I
ity -
Eiter | oriver Amazon Redshift 108C Driver (com.amazon.redshift jdbcd1.Driver) -
=3 Default group - =
@ rds sql vpel URL jdbe:redshi plech 123ab us-west-2.redshift.amazonaws.com:5439/dev
@ redshift
P cedshift_jdbc Username masteruser
Password eesssssssses [Shcm passuom]
Autocommit v Fetch size Timeout 5 Extended Properties
| Prompt for username [ Confirm updates [ | Read only || Remember DbExplorer Schema
/| Save password [ Confirm DML without WHERE [ store completion cache locally
V| Separate connection per tab | | Rollback before disconnect
| Ignore DROF errors [ Empty string is NULL
I ] Trim CHAR data [¥] Include NULL calumns in INSERTS
Hide warnings Check for uncommitted changes
Remove comments
Info Background ][] (one)  Aernate Delimiter ] Single line
Main window icon D
Manage Drivers ] [ Help L oK LCancel
L ]
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Step 6: Load Sample Data from Amazon S3

At this point you have a database called dev and you are connected to it. Now you will create some
tables in the database, upload data to the tables, and try a query. For your convenience, the sample
data you will load is available in an Amazon S3 bucket.

Note
Before you proceed, ensure that your SQL Workbench/J client is connected to the cluster.

After you complete this step, you can find more information about Amazon Redshift and reset your
environment at Where Do | Go From Here? (p. 19).

1. Create tables.

Copy and execute the following create table statements to create tables in the dev database.
For more information about the syntax, go to CREATE TABLE in the Amazon Redshift Database
Developer Guide.

create table users(
userid integer not null distkey sortkey,
user nane char(8),
firstname varchar (30),
| ast nane varchar (30),
city varchar(30),
state char(2),
emai | varchar (100),
phone char (14),
| i kesports bool ean
| i ket heatre bool ean,
| i keconcerts bool ean
l'i kej azz bool ean
| i kecl assi cal bool ean,
I'i keopera bool ean,
| i kerock bool ean
I'i kevegas bool ean,
|'i kebr oadway bool ean
l'i kerrusi cal s bool ean) ;

create table venue(

venueid smallint not null distkey sortkey,
venuenane var char (100),

venueci ty varchar (30),

venuestate char (2),

venueseats i nteger);

create table category(
catid smallint not null distkey sortkey,
cat group varchar (10),
cat nane varchar (10),
catdesc varchar(50));

create tabl e date(
dateid smallint not null distkey sortkey,
cal date date not null,
day character(3) not null,
week smallint not null,
nonth character(5) not null,
gtr character(5) not null,
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year smallint not null,
hol i day bool ean default('N));

create table event(
eventid integer not null distkey,
venueid smallint not null,
catid smallint not null,
dateid smallint not null sortkey,
event nanme var char (200),
starttinme tinestanp);

create table Iisting(
listid integer not null distkey,
sellerid integer not null,
eventid integer not null,
dateid smallint not null sortkey,
nuntickets smallint not null,
priceperticket decimal (8, 2),
total price decimal (8, 2),
listtine tinmestanp);

create table sal es(
sal esid integer not null,
listid integer not null distkey,
sellerid integer not null,
buyerid integer not null,
eventid integer not null,
dateid smallint not null sortkey,
gtysold snallint not null,
pricepai d deci nal (8, 2),
conmi ssi on deci mal (8, 2),
sal etime tinestanp);

Load sample data from Amazon S3 by using the COPY command.

Note

We recommend using the COPY command to load large datasets into Amazon Redshift
from Amazon S3 or DynamoDB. For more information about COPY syntax, see COPY in
the Amazon Redshift Database Developer Guide.

The sample data for this tutorial is provided in an Amazon S3 bucket that is owned by Amazon
Redshift. The bucket permissions are configured to allow all authenticated AWS users read access
to the sample data files.

To load the sample data, you must provide authentication for your cluster to access Amazon S3
on your behalf. You can provide either role-based authentication or key-based authentication.
We recommend using role-based authentication. For more information about both types of
authentication, see CREDENTIALS in the Amazon Redshift Database Developer Guide.

For this step, you will provide authentication by referencing the 1AM role you created and then
attached to your cluster in previous steps.

Note

If you don’t have proper permissions to access Amazon S3, you receive the following
error message when running the COPY command: S3Ser vi ceExcepti on: Access
Deni ed.

The COPY commands include a placeholder for the IAM role ARN, as shown in the following
example.
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copy users from's3://awssanpl edbuswest2/tickit/allusers_pipe.txt'
credentials 'aws_i amrol e=<i amrol e-arn>'
delimter '"|' region 'us-west-2';

To authorize access using an IAM role, replace <i am r ol e- ar n> in the CREDENTIALS
parameter string with the role ARN for the IAM role you created in Step 2: Create an IAM
Role (p. 3).

Your COPY command will look similar to the following example.

copy users from's3://awssanpl edbuswest 2/tickit/allusers_pipe.txt'
credentials 'aws_i amrol e=arn: aws: i am: 123456789012: rol e/ nyRedshi ft Rol e'
delimter '|' region 'us-west-2';

To load the sample data, replace <i am r ol e- ar n> in the following COPY commands with your
role ARN. Then run the commands in your SQL client tool.

copy users from's3://awssanpl edbuswest 2/tickit/allusers_pipe.txt’
credentials 'aws_iamrol e=<i amrol e-arn>'
delimter '|' region 'us-west-2';

copy venue from's3://awssanpl edbuswest 2/ti ckit/venue_pi pe.txt'
credentials 'aws_iamrol e=<i amrol e-arn>'
delimter '|' region 'us-west-2';

copy category from's3://awssanpl edbuswest 2/ti ckit/category_pipe.txt’
credentials 'aws_iamrol e=<i amrol e-arn>'
delimter '|' region 'us-west-2';

copy date from's3://awssanpl edbuswest 2/ti ckit/date2008_pi pe. t xt"'
credentials 'aws_iamrol e=<i amrol e-arn>'
delimter '|' region 'us-west-2';

copy event from's3://awssanpl edbuswest 2/tickit/allevents_pipe.txt'
credentials 'aws_iamrol e=<i amrol e-arn>'
delimter '|' tineformat ' YYYY-MM DD HH M :SS' region 'us-west-2';

copy listing from's3://awssanpl edbuswest2/tickit/listings_pipe.txt'
credentials 'aws_iamrol e=<i amrol e-arn>'
delimter '|' region 'us-west-2';

copy sales from's3://awssanpl edbuswest 2/tickit/sales_tab. txt’
credentials 'aws_iamrol e=<i amrol e-arn>'
delimter "\t' timeformat ' MM DD YYYY HH M :SS' region 'us-west-2';

Now try the example queries. For more information, go to SELECT in the Amazon Redshift
Developer Guide.

-- Cet definition for the sales table.
SELECT *

FROM pg_t abl e_def

WHERE t abl enane = 'sal es';

-- Find total sales on a given cal endar date.
SELECT sun{ gtysol d)
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FROM sal es, date
WHERE sal es.dateid = date.dateid
AND cal date = '2008-01-05";

-- Find top 10 buyers by quantity.
SELECT firstnanme, |astnanme, total _quantity
FROM  (SELECT buyerid, sum(qtysold) total _quantity
FROM sal es
GROUP BY buyerid
ORDER BY total _quantity desc linmt 10) Q wusers
WHERE Q buyerid = userid
ORDER BY Qtotal _quantity desc;

-- Find events in the 99.9 percentile in ternms of all tine gross sales.
SELECT eventnane, total _price
FROM ( SELECT eventid, total _price, ntile(1000) over(order by total _price
desc) as percentile
FROM ( SELECT eventid, sun(pricepaid) total _price
FROM sal es
GROUP BY eventid)) Q event E
WHERE Q eventid = E. eventid
AND percentile =1
ORDER BY total _price desc;

You can optionally go the Amazon Redshift console to review the queries you executed. The
Queries tab shows a list of queries that you executed over a time period you specify. By default,
the console displays queries that have executed in the last 24 hours, including currently executing
queries.

« Sign in to the AWS Management Console and open the Amazon Redshift console at https://
console.aws.amazon.com/redshift/.
 In the cluster list in the right pane, choose exanpl ecl ust er.

¢ Choose the Queries tab.

The console displays list of queries you executed as shown in the example below.

« To view more information about a query, choose the query ID link in the Query column or
choose the magnifying glass icon.

The following example shows the details of a query you ran in a previous step.
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Filter:| Last 24 Hours v | Q, b4 f
Query~  Run time Start time ~ Status User SQL i
- [ 214 34 52s July 22, 2016 at 3:04:53 PM UTC-7  running masteruser  SELECT eventname, total_price
CONAM  /SFIEFT suantid  +atal aedcs il
[ 213 6.42s July 22, 2016 at 3:04:46 PM UTC-T  completed ~masteruser  SELECT firstname, lastname, total quanti
[ 212 2.17s July 22, 2016 at 3:.04:44 PM UTC-7  completed masteruser SELECT sum(qtysold) FROM sales, date WHE
B 199 1.49s July 22, 2016 at 3:03:13 F'M-U’C-T completed m_ajleruser select count(*) from sales
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Query 214
Query Properties Details
Cluster gutenkauf-prod-2016-07-22-02 Status completed
Query ID 214
Type Query

User masteruser
Run Time 6.69s
Start Time  Fri Jul 22 15:04:53 GMT-700 2016
End Time Fri Jul 22 15:04:59% GMT-700 2016

r SQL

+ Query Execution Details

Plan || Actual

XH Merge 00
-> XN Network (cost

-> XN Sort (cost=2000

—» XN Hash

width=49)

Step 7: Find Additional Resources and Reset
Your Environment

When you have completed this tutorial, you can go to other Amazon Redshift resources to learn more
about the concepts introduced in this guide or you can reset your environment to the previous state.
You might want to keep the sample cluster running if you intend to try tasks in other Amazon Redshift
guides. However, remember that you will continue to be charged for your cluster as long as it is
running. You should revoke access to the cluster and delete it when you no longer need it so that you
stop incurring charges.

Where Do | Go From Here?

Additional Resources

We recommend that you continue to learn more about the concepts introduced in this guide with the
following resources:

Amazon Redshift Management Overview: This topic provides an overview of Amazon Redshift.

Amazon Redshift Cluster Management Guide: This guide builds upon this Amazon Redshift Getting
Started and provides in-depth information about the concepts and tasks for creating, managing, and
monitoring clusters.

Amazon Redshift Database Developer Guide: This guide builds upon this Amazon Redshift Getting
Started by providing in-depth information for database developers about designing, building,
guerying, and maintaining the databases that make up your data warehouse.
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Resetting Your Environment

When you have completed this tutorial, you should reset your environment to the previous state by
doing the following:

Revoke access to the port and CIDR/IP address for which you authorized access:

If you used the EC2-VPC platform to launch your cluster, perform the steps in To Revoke Access
from the VPC Security Group (p. 20).

If you used the EC2-Classic platform to launch your cluster, perform the steps in To Revoke Access
from the Cluster Security Group (p. 21).

Delete your sample cluster. You will continue to incur charges for the Amazon Redshift service
until you delete the cluster. Perform the steps in To Delete the Sample Cluster (p. 21).

To Revoke Access from the VPC Security Group

In the Amazon Redshift console, in the navigation pane, choose Clusters.
Choose examplecluster to open it, and make sure you are on the Configuration tab.
Under Cluster Properties, choose the vpc security group.

VPCID wpc- { View VPCs )

Cluster Subnet Group  dgl e
VPC Security Groups @

With the default security group selected, choose the Inbound tab and then choose Edit.

R

Filter: All security groups ¥ Q Search Security Groups X 1 to 8 of 8 Security Groups

Name ¥ - GrouplD «  Group Name - VPCID =~ Description
a S48 default vpc- default VPC secunty group
Security Group: sg- =EEA

Description Inbound Qutbound Tags

Type (i) Protocol (i) Port Range (i) Source (i) lt
Custom TCP Rule TCP 5438 0.0.0.0/0 ‘
All traffic All All s0- (default) £

Delete the custom TCP/IP ingress rule that you created for your port and CIDR/IP address
0.0.0.0/0. Do not remove any other rules, such as the All traffic rule that was created for the
security group by default. Choose Save.

Edit inbound rules X
Type (i Protocol (i Port Range (i Source (i
Custom TCPRule » |TCP 5439 Anywhere ~| 00000 @
All traffic - All 0- 65535 Custom [P ~ sg- e

Add Rule Cancel@
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To Revoke Access from the Cluster Security Group

1. Inthe Amazon Redshift console, in the navigation pane, choose Clusters.
Choose examplecluster to open it, and make sure you are on the Configuration tab.

3. Under Cluster Properties, for Cluster Security Groups, choose default to open the default
security group.

Modes: 1
Zone: us-west-2a
Created Time: March 13, 2014 1:23:54 PM UTC-7
Cluster Version: 1.0

Cluster Security Groups:ctive )

Cluster Parameter Group:  default.redshift-1.0 { in-sync )

4. On the Security Groups tab, in the cluster security group list, choose the default cluster security
group .

5. Onthe Security Group Connections tab, select the custom CIDR/IP ingress rule that you
created for CIDR/IP address 0.0.0.0/0 and choose Revoke.

Security Group Conneclions

S a—

Name Status Details

| ] + CIDRIP authorized 0.0.0.0/0

To Delete the Sample Cluster

1. Inthe Amazon Redshift console, in the navigation pane, choose Clusters.
Choose examplecluster to open it, and make sure you are on the Configuration tab.

3. Inthe Cluster menu, choose Delete.

Cluster:
Cluster «

Modify

Resize

Delete

Reboot

4. Inthe Delete Cluster window, for Create snapshot, choose No and then choose Delete.
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Delete Cluster X

If you want to restore your cluster later, you must create a manual snapshot. You
can restore the cluster from the snapshot later and resume querying in minutes.
You will be charged the Amazon S3 storage rate for a manual snapshot only if you
don't have other clusters running, or if you exceed the allocated storage for active
clusters.
Cluster  examplecluster €)
Create snapshot  ® Yes ' No €)

Snapshot name (i]

5. On the cluster details window, the Cluster Status will display that the cluster being deleted.

Cluster Status
Cluster Status: deleting
Database Health: healthy

In Maintenance Mode: no L

Parameter Group Apply Status:  in-sync
Pending Modified Values: None k
e e e
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Document History

The following table describes the important changes since the last release of the Amazon Redshift

Getting Started Guide.

Latest documentation update: July 28, 2015

Change

New Feature

New Feature

Documentation
Update

Documentation
Update

Documentation
Update

Documentation
Update

Documentation
Update

New Guide

Description

Updated the guide to launch clusters from the Amazon
Redshift Dashboard.

Updated the guide to use new node type names.

Updated screenshots and procedure for configuring
VPC security groups.

Updated screenshots and procedures to match the
current console.

Moved loading data from Amazon S3 information into its
own section and moved next steps section into the final
step for better discoverability.

Removed the Welcome page and incorporated the
content into the main Getting Started page.

This is a new release of the Amazon Redshift Getting
Started Guide that addresses customer feedback and
service updates.

This is the first release of the Amazon Redshift Getting
Started Guide.

Release Date

July 28, 2015

June 9, 2015

April 30, 2015

November 12, 2014

May 13, 2014

March 14, 2014

March 14, 2014

February 14, 2013
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