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Manila Principles vs. Korean NTD
Manila Principles Copyright Act Art. 103 ICNA, Art. 44-2

1
Intermediaries Should 

be Shielded
Complete Immunity

Partial Immunity
“may”

2
Content Restriction 

Requires Judicial Order

(When requested)
“immediately suspend ”

No obligation

(When requested)
delete without delay even if 

content is lawful

3
Restriction Requests: 
Clear, Unambiguous, 

Due Process

Enforcement Decree
“present materials supporting 

violation”

4

Law, Orders, Practices:
Tests of Necessity and 

Proportionality

Suspension of Reproduction 
or Transmission

Deletion/Temporary Measure

5
Law, Orders, Practices:

Due Process
Request for Resumption X

6
Transparency and 

Accountability
X X



Manila Principles vs. NTD under ICNA

Information and Communications Network Act Article 44-2
(Request for Deletion of Information)

(1) Where information provided through an information and
communications network purposely to make it public
intrudes on other persons’ privacy, defames other persons,
or violates other persons’ right otherwise, the victim of
such violation may request the provider of information and
communications services who handled the information to
delete the information or publish a rebuttable statement
(hereinafter referred to as “deletion or rebuttal”),
presenting it materials supporting the alleged violation.



Manila Principles vs. Filtering Obligation

Copyright Act Article 104
(Responsibility, etc. of Online Service Providers of

Special Type)

(1) The online service provider who aims principally at
forwarding works, etc. by using computers between other
persons (hereinafter referred to as “online service provider
of special type”) shall take necessary measures, such as
technical measures, etc. that cut off illegal forwarding of
the relevant work, etc. where there is a request from the
holder of rights. In such cases, matters regarding the
request of holder of rights and necessary measures shall
be prescribed by Presidential Decree.
→ Fine of no more than 30 million won (Art.142(1))



Manila Principles vs. Filtering Obligation

Telecommunications Business Act Article 22-3
(Technical Measures for Special Value-added 

Telecommunications Business Operators)

(1) Any person who registered for a special type of value-
added telecommunications business (“special value-added
telecommunications business operator”) under Article 2
subparagraph 13 item a [note: same as the special type of
OSPs under the Copyright Act Art. 104] must implement
technical measures prescribed by Presidential Decree to
prevent circulation of illegal information under Article 44-7
(1) 1 of the Information and Communications Network Act
[note: obscenity].
→ fine of no more than 30 million won (Art.104(3))



Manila Principles vs. Filtering Obligation

Children and Juvenile Sex Protection Act Article 17 
(Obligations of Online Service Providers)

(1) Any online service provider who fails to take measures
prescribed by Presidential Decree to detect child or juvenile
pornography in the information and communications
network managed by himself/herself or who fails to
immediately delete the detected pornography and take
technical measures to prevent or block transmission
thereof, shall be punished by imprisonment with prison
labor for not more than three years or by a fine not
exceeding 20 million won: [omitted]



DaumKakao case

Former CEO of 
Daumkakao Mr. Lee 
indicted this month 

under Art. 17 of Child 
Sex Protection Act



DaumKakao case

ZD Net Korea, 5 Nov. 2015. 
http://www.zdnet.co.kr/news/news_view.asp?artice_id=20151105094521&type=det&re=

http://www.zdnet.co.kr/news/news_view.asp?artice_id=20151105094521&type=det&re


https://publixphere.net/i/noc/page/Online_Intermediaries_Research_Project_Good_Practice_Document
https://publixphere.net/i/noc/page/Online_Intermediaries_Research_Project_Good_Practice_Document
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