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Lawmakers: NSA database incomplete  arfsorant
Updated 6/30/2006 8:51 AM ET
WASHINGTON — Members of the House and Senate intelligence committees confirm $ 1 45 OOO
that the National Security Agency has compiled a massive database of domestic phone M ?
call records. But some lawmakers also say that cooperation by the nation's Ol‘tgage
telecommunication companies was not as extensive as first reported by USA TODAY on for Mader

ey 1t $484/Month!

Several lawmakers, briefed in secret by intelligence officials about the program after the Think You Pay Too Much
story was published, described a call records database that is enormous but incomplete. S ‘
Most asked that they not be identified by name, and many offered only limited responses
to questions, citing national security concemns.

2

for Yoar Mortgag

in the May 11 article that revealed the database, USA TODAY reported that its sources
said AT&T, BellSouth and Verizon had agreed to provide the NSA with call records.

AT&T, which is the nation's iargest telecommunications company, providing service to
tens of millions of Americans, hasn't confirmed or denied its participation with the
database. BellSouth and Verizon have denied that they contracted with the NSA to turn
over phone records. On May 12, an attorney for former Qwest CEO Joseph Nacchio
confirmed the USA TODAY report that Qwest had declined to participate in the NSA
program.

: Chick Your State & Find Out
Most members of the intelligence committees wouldn't discuss which companies :
cooperated with the NSA. However, several did offer more information about the Alabama i]
program's breadth and scope, confirming some elements of USA TODAY's report and Alaska
contradicting others: )

Arizona

*Nineteen lawmakers who had been briefed on the program verified that the NSA has Arlangag
built a database that includes records of Americans' domestic phone calis. The program California
collected records of the numbers dialed and the length of calls, sources have said, but Colorado

did not involve listening to the calis or recording their content. ., .
Connecticut

«Five members of the intelligence committees said they were told by senior intelligence Delagans. 1
officials that AT&T participated in the NSA domestic calls program. Distnct of Columbia|  ©

Florida v
AT&T, asked to comment, issued a written statement Thursday. "The U.S. Department of 5
Justice has stated that AT&T may neither confirm nor deny AT&T's participation in the E
alleged NSA program because doing so would cause ‘exceptionaily grave harm to LowerMyBills.com -

national security' and would violate both civil and criminal statutes,” it said. "Under these
circumstances, AT&T is not able to respond to such ailegations.”
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Five members of the intelligence committees said they were told that BellSouth did not turn over domestic call
records to the NSA.

Asked about BellSouth's denial, Sen. Saxby Chambliss, R-Ga., a member of the Senate Intelligence Committee,
said, "What they said appears to be accurate.”

Still, BellSouth customers' call records could end up in the NSA database, he said. "Obviously, a BellSouth customer
can contract with AT&T (for long-distance phone service). There is a possibility that numbers are available from other
phone companies.”

*Three lawmakers said that they had been told that Verizon did not turn over call records to the NSA. However, those
three and another lawmaker said MCI, the long-distance carrier that Verizon acquired in January, did provide call
records to the government.

While Verizon has denied providing call records to the NSA, it has declined to comment on whether MCI participated
in the calls database program.

"The President has referred to an NSA program, which he authorized, directed against al-Qaeda,” Verizon said in a
written statement May 12. "Because that program is highly classified, Verizon cannot comment on that program, nor
can we confirm or deny whether we have had any relationship to it." The statement also said the company was now
"ensuring that Verizon's policies are implemented at that entity (MCI) and that all its activities fully comply with law."

In the weeks since the database was revealed, congressional and intelligence sources have offered other new details
about its scope and effectiveness.

"It was not cross-city calls. It was not mom-and-pop calls," said Sen. Ted Stevens, R-Alaska, who receives briefings
as chairman of the Senate Appropriations Defense subcommittee. "It was long-distance. It was targeted on
(geographic) areas of interest, places to which calls were believed to have come from al-Qaeda affiliates and from
which calls were made to al-Qaeda affiliates.”

Other lawmakers who were briefed about the program expressed concerns that gaps in the database could undercut
its usefulness in identifying terrorist cells.

"It's difficult to say you're covering all terrorist activity in the United States if you don't have all the (phone) numbers,”
Chambliss said. "It probably would be better to have records of every telephone company.”

"The database is not complete," said another lawmaker who was briefed on the program, speaking on condition of
anonymity because the information is classified. "We don't know if this works yet."

Other publications have characterized the breadth of the database and how it is used.

The New York Times reported on May 12, for instance, that a senior government official had confirmed that the NSA
had access to records of most telephone calls in the USA but said the records are used in a limited way to track
"known bad guys.”

The Washington Post reported on May 12 that "sources with knowledge of the program” said that the Bush
administration had been collecting the domestic telephone records in "gargantuan databases” and that the
"companies cooperating with the NSA dominate the U.S. telecommunications market and connect hundreds of
billions of telephone calls each year."

President Bush and his top aides have defended the legality of the program, although they haven't directly confirmed
its existence.

Three days after the USA TODAY story was published, national security adviser Stephen Hadley said on CBS' Face
the Nation that he couldn't "confirm or deny the claims that are in the USA TODAY story.”

http://usatoday.printthis.clickability.com/pt/cpt?action=cpt&title=USATODAY .com+-+La... = 7/5/2006



USATODMSY 8006-cvad0eikeryRVFA dafebaseincopgdete  Filed 07/06/2006 Page 3 dlage 3 of 4

He went on: "But it's very interesting what that story does not claim. It does not claim that the govemment was
listening on domestic phone calls. It does not claim that names were passed, that addresses were passed, that
content was passed. It's really about calling records, if you read the story. ... There are a variety of ways in which
those records lawfully can be provided to the government.”

At a news conference two weeks later, Attorney General Alberto Gonzales made a similar point. "There has been no
confirmation about any details relating to the USA TODAY story,” he said. "l will say that what was in the USA
TODAY story did relate to business records.” Citing a 1979 Supreme Court decision, he said, "There is no reasonable
expectation of privacy in those kinds of records.”

Lawmakers who were briefed about the program disagree about whether it's legal.

"It was within the president's inherent powers," said Sen. Orrin Hatch, R-Utah, a member of the Senate Intelligence
Committee.

Rep. Anna Eshoo, D-Calif., a member of the House Intelligence Committee, said there was a "schizophrenia in the
presentation” by the administration. Officials say, " 'It's legal,’ " she said. "But in the same breath they say, 'Perhaps
we should take another look at FISA.' " FISA refers to the 1978 Foreign Intelligence Surveillance Act, which
established a secret court that can grant warrants for eavesdropping.

Rep. Rush Holt, D-N.J., another member of the House Intelligence Committee, said, "I find it interesting that it seems
the government is asking telephone companies to do things that their customers and shareholders would find totally
unpalatable.”

Debate over the database continues in several areas:

«In federal courts, at least 20 class-action lawsuits have been filed alleging that the government and phone
companies have violated the rights of people whose calls have been reviewed by the NSA. The Justice Department
signaled its intention in a court filing in Chicago this month to assert the "military and state secrets privilege” in all of
them. That privilege allows the government to seek the dismissal of lawsuits if pursuing them would imperil national
security.

«In New Jersey, the state attorney general is investigating whether telephone companies released confidential
information without the consent of their customers. The federal government asked a court this month to quash
subpoenas the state had issued to phone companies seeking information.

+At the Federal Communications Commission, the American Civil Liberties Union requested this month that approval
of AT&T's acquisition of BellSouth be withheld until the commission reviews the companies’ dealings with the NSA.
However, FCC Chairman Kevin Martin said last month that the commission couldn’t investigate complaints about the
phone companies and the NSA because the reported activities were classified.

+On Capitol Hill, Vice President Cheney held private talks this month with Republicans on the Senate Judiciary
Committee. Cheney discouraged them from supporting Judiciary Chairman Arlen Specter's vow to call
telecommunications executives before the panel to answer questions about the database. Specter, R-Pa., protested
to Cheney in an angry public letter.

The White House then agreed to talks with Specter on legislation he has drafted that would give the administration
the option of putting the NSA's warrantless-surveillance program — which includes domestic wiretapping without a
court warrant when one participant in a conversation is overseas — under the scrutiny of the FISA court.

"I'm prepared to defer, on a temporary basis, calling in the telephone companies,” Specter said. If the discussions on
his legislation fall through, however, he said, he will move again to demand testimony from the telephone executives
about the database.

This story was reported by Leslie Cauley, John Diamond, Jim Drinkard, Peter Eisler, Thomas Frank, Kevin Johnson
and Susan Page. It was written by Page.
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Find this article at:
http://www.usatoday.com/news/washington/2006-06-30-nsa_x.htm

lj‘ Check the box to include the list of links referenced in the article.
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