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I PARASTOO 2015 ENDING REPORT

FROM: PARASTOO
TO : INFOSEC COMMUNITY , GLOBAL IC, CIP FOLKS , ALL THE CREWS INVOLVE IN THIS
WHO DO NOT EVEN WANT TO SEE THEIR FAKE NAMES APPEAR ON A REPORT LIKE

THIS..AND TO OUR ENEMIES PARTICULARLY CERTAIN PLAYERS WHO ARE HELPING ISRAEL
THE JEWSH/ASSASSINATION STATE

DATE : FriJan 123:34:12 IRST 2016

REF : [1]

PARASTOO IS SPEAKING . LAST YEAR WE TRIED TO BUILD FOUNDATIONS FOR ALLIES AND
FRIENDLY CREWS TO BE ABLE TO WORK WITH US . EXAMPLES ARE SOBH CYBER JIHAD,
KARBALA ELECTRONIC WARFARE AND BALKAN CYBER ARMY . POSITIVE PROGRESS HAS
BEEN MADE TO DEVEOPE PROTOCOL WITH SOME ANONYMOUS OFF-SHOOTS

INCLUDING A CERTAIN ELECTRONIC ARMY IN MEADEAST AND AN OLD SCHOOL HACKER
MOVEMENT OUT OF INDIA .




OPSEC WAS PROVIDED BY PARASTOO TO ENSURE ALL PARTIES ARE SAFE FROM VARIOUS
INTELLIGENCE PLAYERS WHETHER STATE OR PRIVATE AND RESULTS WERE GOOD
ENOUGH .

VERY SOON P. EXPECTS A NEW SERIES OF HACKER CREWS INTRODUCE THEMSELVS TO
THE SCENE AND OFFER DETAILS OF SERIOIS OPS — ALLIED OR CLOSE TO PARASTOO'’S
FOUNDAMENTAL STRATEGY .

ON OPERATIONAL SCENE HERE IS THE LIST OF THE THINGS WE TOOK CARE OF

SUCCESSFULLY :

-- ASATELLITE/INTERNET ATTACK TO TURKEY’S CI RESULTING IN KINETIC OUTCOMES
AND THOUGHT-PROVOKING DAMAGES . IT APPEARS TO US THAT TURKEY IS GETTING
CLOSE TO ISRAEL FOR POLITICS AND PROFIT . WE OBSERVE THE SCENE AND IF REALIZE
MOVES IN THAT PATH , WE DO MORE SERIOUS OPS .

- -- ATTACK TO UAE’S SMART CITY SYSTEM . EXAMPLE IS THEIR USE OF RFID TO TAG CARS

AND CHARGE THEM WHEN GOING FROM A SMALL STREET TO A HIGHWAY OR EVEN A
TUNNEL . IT HELPED US REALIZE WHICH CARS GO TO MILITARY BASES AND KNOWN
SECURITY RELATED LOCATIONS WITHIN 5 IMPORTANT CITY IN DUBAI, ABU DAHBI AND
SHARJAH . WE MAKE SURE RIGHT PEOPLE FIND THIS DATA AND USE IS TO HELP UAE
REALIZE GETTING INTO YEMEN WITH SAUDI WAS A BAD IDEA, SPECIALLY WHEN WE ARE
HERE ! MORE PUBLIC DATA ON THIS OP WILL SURFACE WHEN ITS ACTUAL USE HAS
ENDED BY PEOPLE WE TRUST.

-- ONE OF OUR ENGINEERS HAS BUILT A SMALL OBJECT THAT CAN FLY IN ORBITS AND
USE ITS SPECIAL SOFTWARE TO MESS WITH CLOSE SATELLITES WHO TRANSPORT THINGS
WE DON'T LIKE. YES, IN 2016 YOU WILL READ AND WILL SEE CYBER/SPACE KINETIC OPS
BY PARASTOO TARGETED TO DISTURB A CERTAIN SATELLITE THAT IS NOT OFFERING
PUBLIC ANY GOOD BUT IS ESSENTIAL TO IMINT-BASED OPERATIONS BEING DONE BY
ISRAEL . WE HAVE NAMED OUR CUBE-SAT “WATOOWATOOQO” AND IT POSES, SOFTWARE
ATTACK TO NOC AND SATELLITE RECEPTORS, LASER MODULES FOR DIRECTED ENERGY
TESTS AGAINST THIS OLD TARGET AND POSIBILITY TO MEDDLE WITH IMINT OPERATIONS
WITH A HOMEGROWN NOVEL METHOD. P. INVESTED IN ASAT ( ANTI SATELLITE
CAPABILITIES ) AND WE GET TO SEE THE RESULTS IN 2016 , ENSHA’ALLAH .

-- P. COULD RECRUIT MORE TRUSTWORTHY MEMBERS WITH DIFFEREBT GEOPOL
ADVANTAGES AND FRESH SKILLS. WE VALUE OUR PEOPLE BUT IT IS THEIR POSITIVE
SPIRIT THAT HELPS THE P. REMAINS A PLAYER. YOUNGENS OR REPORTERS ASK P. WHY
DO YOU PLAY? TO FRESH UP THOUGHTS, PARASTOO KNOWS HOW TO MESS WITH
CERTAIN CI OR DB VALUABLE TO OUR ENEMY AND ITS ALLIES. WE ALSO KNOW HOW TO
FUCK WITH THOSE ITEMS TO MAKE PEOPLE IN DIFFERENT IC CONCERNED. ITS OUR
CYBER MOGHAVEMAH AGAINST THE COMBINATION OF IMPERIALISM AND ZIONISM.
YOU CAN JOIN TOO, OUR FRIENDS ©



BEFORE WE END THIS MESSAGE WE WANT TO SHARE A PIX THAT REVEALS THINGS
ABOUT OUR NEXT PUBLIC RELEASE . AN OP DONE LONG AGO AND RESULTS WERE
WAITING FOR A SIGNAL FROM BIG GUYS . THE TARGET IS A SENSITIVE GOVERNMENTAL
ORGANIZATION IN U.S . WHICH ONE ? GUESS ..OR ..DECRYPT THE PIX OR WAIT.

e information gathered {ro

e other information

TO THE ENGINEERS OF THE NEXT VICTIM..WHO AMONG OTHER THINGS , TRIED TO HURT
PARASTOO WE HAVE OUR USUAL MESSAGE . YOU ARE NOT ANONYMOUS . EXPECT US .
P

Fri,Jan 1, 2016

[1] : https://cryptome.org/2014/12/parastoo-2014-ending.htm
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As for those who strive hard in our cause, We

will surely guide them to Our Paths. And verily
is with the good doers. (29:69)




