“NSA FILES: Decoded”
THE GUARDIAN | 11.01.2013

“CHALLENGE TO NSA SPYING Pressed”
SCOTUSBLOG | 10.28.2013

“The SOLICITOR GENERAL RESPONDS
to an EPIC Mandamus Effort”
LAWFARE (BLOG) | 10.23.2013

“SUPREME COURT shouldn’t review
NSA spying case, US gov’t says”
COMPUTERWORLD | 10.15.2013

“Deciding WHO SEES STUDENTS’ DATA”
NEW YORK TIMES | 10.05.2013

“FBI HAS BEEN USING DRONES Since
2006, EPIC Says”
LOS ANGELES TIMES | 09.26.2013

“FACEBOOK UNDER FIRE From Privacy
Watchdogs Over ‘Sponsored
Stories’ Ads”

LOS ANGELES TIMES | 09.04.2013
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ELECTRONIC PRIVACY INFORMATION CENTER

in the NEWS

“Better Privacy Laws: PRIORITY
FOR AMERICA AND GERMANY”
NEW YORK TIMES | 09.03.2013

“New Details On The SCOPE
OF NSA SURVEILLANCE”
THE DIANNE REHM SHOW | 08.22.2013

“Are You Being TRACKED
WHILE SHOPPING?”
CBS THIS MORNING | 07.29.2013

“JAY-Z’S ‘MAGNA CARTA HOLY GRAIL App
Under Investigation by EPIC”
ROLLING STONE | 07.16.2013

“Experts Debate LEGAL
QUESTIONS SURROUNDING
U.S. SURVEILLANCE Efforts”
BLOOMBERG | 07. 10.2013

“Privacy Group to Ask Supreme
Court to STOP N.S.A.’S PHONE SPYING
PROGRAM”

NEW YORK TIMES | 07.07.2013

“Privacy Group Calls NSA VERIZON
SURVEILLANCE ILLEGAL’
CNET | 07.07.2013

“EPIC Presses FBI in Lawsuit
For DETAILS ON BIOMETRIC DATABASE”
NETWORK WORLD | 04.08.2013
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“US Congress Hears Calls
for DRONE SAFEGUARDS”
AGENCE FRANCE-PRESSE | 03.20.2013

“EPIC LAWSUIT CHARGES ED
DEPARTMENT With Violating
Student Privacy Rights”
WASHINGTON POST | 03.13.2013

“GOOGLE PAYS FINE Over Street
View Privacy Breach”
NEW YORK TIMES | 03.12.2013

“EPIC PETITION DEMANDS AN END
TO DRONE SURVEILLANCE”
BOINGBOING | 03.06.2013

“Protecting Privacy: THE ROLE
OF THE COURTS AND CONGRESS”
ABA HUMAN RIGHTS MAGAZINE

| 03.2013

“Privacy Groups Call on U.S.
Government to STOP LOBBYING
AGAINST EU DATA LAW CHANGES”

ZDNET | 02.04.2013

“TSA Removing ‘VIRTUAL STRIP
SEARCH’ Body Scanners”
CNN | 01.18.2013
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No one shall be subjected to arbitrary interference

with his privacy, family, home or correspondence, nor

to attacks upon his honour and reputation. Everyone ’

has the right to the protection of the law against such
interference or attacks.

UNIVERSAL DECLARATION OF HUMAN RIGHTS, ART. 12




It is not possible to discuss the

‘ protection of privacy in the digital era
without mentioning EPIC (the Electronic
Privacy Information Center), an association which,

PRIVACY IS A
FUNDAMENTAL
RIGHT

for years, has worked on issues of enormous
importance and interest.

RESISTANCE, LIBERATION TECHNOLOGY
AND HUMAN RIGHTS IN THE DIGITAL AGE (2013)

1. No one shall be subjected to arbitrary or unlawful interference with his
privacy, family, home or correspondence, nor to unlawful attacks on his honour
and reputation. 2. Everyone has the right to the protection of the law against
such interference or attacks.

INTERNATIONAL COVENANT ON CIVIL AND POLITICAL RIGHTS, ART. 17

THE ELECTRUNIC PRIVACY INFORMATIUN CENTER is a public interest research center in Washington, D.C.

EPIC was established in 1994 to focus public attention on emerging civil
liberties issues and to protect privacy, freedom of expression, and constitutional
values in the information age. EPIC pursues a wide range of activities, including
policy research, public education, conferences, litigation, publications, and
advocacy. EPIC maintains two of the most popular privacy sites in the world —

EPIC.ORG and PRIVACY.ORG.

EPIC receives support from individual contributors,
private foundations, the sale of publications, and legal

awards. Contributions to EPIC are tax-deductible.

Defend privacy. Support EPIC.
EPIC.ORG/DONATE
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